
INTERLOCAL DISPATCH SERVICES AGRE.EMENT 

This agreement is entered into on the day of ---

2021, by and between the City of Princeton (the '•City'') and Collin County, a political 

subdivision of the State of Texas (the ·'County"). 

RECITALS 

L The County, through the Sheriffs Office, owns and operates comnrnnication 

facilities used in dispatching its law enforcement and emergency service personnel. 

2. The City desires to obtain certain dispatch services from the County. Therefi)fe, 

under the authority of Texas Government Code, Title 7, lnterlocal Cooperation Act 

Section 791 ct seq., the parties agree as follows: 

SECTION l. DEFINITIONS 

DISPATCH SERVICES. The term ·'Dispatch Services'' means all services 

necessary for the Collin County Sheriff's Office to receive calls for law enfrJrcemem 

service within the City's jurisdiction and to dispatch the City's Iav, enforcement 

personnel in response to such calls. 

HOSTING SERVICES. The term ·'Hosting Services" means the County will 

store the City's data as it relates to dispatch services. 

SECTION 2. TERM 

2.01 TERM. The term of this agreement shall commence on October I, 2021 

and shall continue in full force and effect through September 30, 2022. This agreement 

may be renewed for additional one (l) year periods at the rates established and agreed 

upon by both parties. 

2.02 TERMINATION. Either party may terminate this agreement by giving 

ninety (90) days written notice to the other party. 

SECTION 3. SERVICES 
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diligent efforts to end the failure er delny nad minimize the eaects of such Force lVJajcu,:-e 
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IN WITNESS WHEREOF, THE PARTIES HERETO HAVE EXECUTED THIS 

AGREEMENT AS OF THE DAY AND YEAR FIRST ABOVE WRITTEN. 

"COUNTY" 

COLLINCOUN~ 

sr:::::: 
TITLE: C-c::>\J 

DATE: 2--l S~ 2o2..,\ 

"CITY'' 

\t)U,~Ot\Clc~ 
BY: Bvi ()XW\~ Q.hO.l CX\. 
TITLE: \::-:'\Q, 13<)( 
DATE: ~ id: 31, ;:rn::LI 
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ATTACHMENT A 

Collin County External Law Enforcement and Fire Department Remote 
Connectivity Policy and Agreement Form 

Remote Access Agreement 

1.0 Purpose 
The purpose of this document is to provide the framework for granting REMOTE ACCESS to Collin 
County services/equipment through REMOTE ACCESS so that an Authorized Party of a law enforcement 
agency or a fire department external to Collin County government may access its justice data hosted on 
Collin County's network. 

2.0 Scope 
This policy applies to all Law Enforcement and Fire Department personal external to Collin County government 
utilizing REMOTE ACCESS to access the Collin County network for justice data (such persons referred to herein 
as "Authorized Parties"). 

3.0 Policy 
Authorized parties may utilize the benefits of REMOTE ACCESS, which are a "user managed" service. This 
means that the Authorized party is responsible for selecting an Internet Service Provider (ISP), coordinating 
installation, installing any required software, and paying associated fees as may be required to access the 
REMOTE ACCESS. 

Additionally, 
I. It is the responsibility of the Authorized Party to ensure that unauthorized users are not allowed access to Collin 

County internal networks. User accounts and passwords are NOT to be shared with anyone. 
2. Authorized Parties and the Collin County employees sponsoring the request for REMOTE ACCESS are 

responsible for defining what services/equipment/software the Authorized Parties need access to. Access will 
be restricted to only those defined objects. Attempting to connect or access any service/device not defined will 
be considered a violation of the Collin County REMOTE ACCESS policy and will be reported to the Authorized 
Party's agency 

3. The Authorized Parties and the Collin County employees sponsoring the REMOTE ACCESS request are also 
responsible for defining the time scope that the REMOTE ACCESS account will be active. All accounts are 
setup with an expiration date not to exceed 6 months, unless otherwise authorized to be a longer tirneframe or 
permanent by the County. 

4. REMOTE ACCESS use is to be controlled using public/private key system with a strong pass phrase and a 
second factor such as a token device or a dynamically generated passcode. 

5. REMOTE ACCESS gateways will be established and managed by Collin County Information Technology 
Department. 

6. All computers connected to Collin County internal networks via REMOTE ACCESS or any other technology 
must use the most up-to-date anti-virus software from a reputable IT agency; this includes personal computers. 

7. All Authorized Parties connecting to the Collin County internal networks via REMOTE ACCESS or any other 
technology must keep their systems up to date with the latest security patches for their operating system and 
applications installed on their connecting systems. All systems using REMOTE ACCESS connections to Collin 
County must comply with Microsoft's Product Lifecycle chart and use only currently supporting and fully 
patched operating systems. 

8. Authorized Parties may be automatically disconnected from Collin County's network after sixty minutes of 
inactivity. The user must then logon again to reconnect to the network. 

9. Only approved REMOTE ACCESS clients may be used. 
10. Upon termination of a contract from Collin County, or at the request of the Collin County staff, the Authorized 

Party must uninstall the REMOTE ACCESS connection from the Authorized Party's computer. 
11. Agency expressly agrees to notify the County of staffing changes involving an Authorized Party with access to 



ATTACHMENT A 

the County's network within 24 hours or next business day. 
12. After six months of expired inactivity, Active Directory and REMOTE ACCESS accounts of an Authorized 

Party will be permanently deleted, unless otherwise approved by the County. 
13. Accounts will be locked out after a certain number of failed attempts. 
14. Authorized Parties who have lost their password will have to contact their sponsoring agency to request a 

password reset. The sponsoring agency will then contact Collin County IT to reset the password for the 
REMOTE ACCESS user. The sponsoring agency is the Sherifrs Office. 

15. It is the responsibility of the Authorized Party to install, configure, setup and support any issues with their 
systems to connect to Collin County based on the information provided to them. 

16. Authorized Parties connect at their own risk and Collin County is not responsible for any damages that they 
may incur from connecting through the REMOTE ACCESS to Collin County 

17. lfthe County migrates to a new network connection technology it is the responsibility of the Agency to budget 
and obtain any required technology upgrade in order to maintain their network connection to the County. The 
Agency will be provided advance notification for this change. 

18. The Authorized Party must notify Collin County IT immediately upon learning of any compromise occurring 
through an anti-virus, malware, or other form of unauthorized access. Collin County will also inform the 
Authorized Parties of any breach or suspected breach occurring on the county network. REMOTE ACCESS 
may be restricted during such an event while corrective actions are undertaken. 

19. The Authorized Party must notify Collin County IT immediately upon learning of any unauthorized access of 
county resources through the REMOTE ACCESS connection. 

4.0 Granting Access . 
To obtain access via REMOTE ACCESS, the Agency and Authorized Party must be sponsored by a party 
currently employed at Collin County and IT must agree this access is needed for the Collin County information 
systems. The Agency and Authorized Party must sign this form agreeing to protect the security of the Collin 
County network. For external Authorized Parties, the Request for REMOTE ACCESS must be signed and 
approved by the Manager who is responsible for the external Authorized Party's use. REMOTE ACCESS 
expiration will be based on the contract length unless further time is requested by Collin County Management. 
The initial setup and testing will be performed during normal operating hours, Monday - Friday, 8 am - 5 pm, 
and requires a minimal of two weeks' notice to schedule. 

5.0 Enforcement 
Collin County Information Technology Department may actively monitor the REMOTE ACCESS concentrator 
for any suspfcious and inappropriate activity. Any Authorized Party found to have violated any part of this policy 
may have their REMOTE ACCESS terminated immediately. 

6.0 Liability 
Agency expressly agrees that they shall be liable for any and all damages, including but not limited to actual, 
consequential, or incidental damages, for disruptions caused by their negligence or intentional misconduct. 
including that caused by their Authorized Parties, to the County's services/equipment resulting from or related to 
Agency's connection to the County's networks. 

Unauthorized access or use is prohibited and will be prosecuted to the fullest extent. Anyone using this system 
expressly consents to monitoring and is advised that if such monitoring reveals possible evidence of criminal 
activity system personnel may provide the evidence of such monitoring to law enforcement officials. Anyone using 
the system connects at their own risk and assumes all responsibilities for any possible damage to their own 
equipment. 
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i\J1 exu:1.sion of Coil in County's internal private netwo;k. 

Physical device that n-ianages REMOTE ACCESS connections. 

Remote computer -..-ith REMOTE ACCESS software uti1izinJ REMOTE 
i'.C(:ESS ser,.rices. 

Person in Agency company that can take responsibility for the liability clause of 
this document 

Ernp!oyei:. Agency, r.ontractor, consultant. temporaries, customers. 
govt'mmen\ s.gencles, etc. 

Collin County employee requesting access for a ,1on .. empioyee user to hav:: 
Sponsoring Parry nccess to Collin County services/equipment through t:1e REr.10TE ACCESS. 

The employee may be someone in IT. 

(-~. 
Agency Management's Signatm·e (1f :ipp!icabie) \ } 

I' 

Remote .Access Us-ers Signature 

Printed Name: 

E--~.!lail Address: -----

Sponsoring Party's Signawre 

Printed Name: -------------
E-Maii Address: -----

Return form to: 

Caren Skipworth 
2300 Bloomdale #3 t 98 
McKinney, Texas 7507l 

S:gnature: 

Phone: _______ Date: _____ _ 

Signature: -------·----------
Phone: Daie: -------- ----



A"fTACHMENT B 

1\liOTOROLA A5TRO 25 ?25 RAD!O SYSTEM 

TERMS OF USE 

1} All radios that use Collin Count,,, Radio System as their primary radio system are required to be 

equipped -.vith and operate P2S Phase II Technology. 
2} Telephone \nten::om1ect and Private Calf features are not enahle::J on the Ccmn County Radio 

System. 
3) The participating department will nctify the Comn County Sheriff's Off,ce Support Servtl::es 

Captain and the Comrmmir.atltins !'.·ianager of any radio (Mobfie or Po,1able} that is misplaced, 

stolen, or lost. The Radio ID will be de-activated immediately unless needed for administrative 

or investigative purposf. 

4) AH subscr1ber radios thz;t roam between Collin County's simuk;,st cell and the Joint Radio 

System's simuicasl system (PAVVM) will be req1Jired to use long eni:enius cm their portable 
radios. 

S) The Comn County Radio System coverage ls !:u:ised on portable rzdtcs with long ,mtenr1<!s, I.Jse of 

short ;:mtemias is not .;!!owed on the Collin County R,1dio System as it wm affe1.."t coverage inside 

buildrngs and on the street ir. sorne locations, Digital radio systems DO NOT offer coverage if 

the signal falls below an icceptai.:ile level. 

6) Had!o programming 1s oniy authorized by specific radio progrnmmers. Unauthorizec! 
programming on the comn County Radio System wm result in 1mmediate remo11a! of !.aid 

radio(s) and in some t:ases criminal charges, Cloning of radios and m's .ire not al!owed. 

AUTHOH!ZED PROGRAMMERS (This list may be modified at an)' time during this agreement) 

1} Plano Radio Shop (City of Plano} 
2) Frisco Radlo Shep (City of Frisco) 
3) Mcl<inney Radio Shop {City of Md<inney) 
4) Crosspolnt Communicatl-::ins 
S} fort Worth Rwdio Shop {City of h,rt Worth} 
6} Dallas Radio Shop (City of Dallas) 
7) i1arris Corp (Irving Shop only) 
8) Garland Radio Shop (Citv of Garlar.d) 

7) Each depa1tment. is required to keep an m:curate inventory of their radios. AJias for each radio 

need to be provided to the Support Services Captain ,rnd the Comrm.1nlcath:m:i Manager anytime 
a radio's assignment changes, or it is issued to another Officer. n,is infom•ation wrn be 1Jpdated 

ASAP in the Dispatch Radio Consoies. Nctltlcations will also include radio that ls no longer used; 
these rnd!o !!Ys w1!! be shul off. 

8) It is the department's responsibllity to remove all prcgramrning from a radifJ that is sold or given 
to ;u1yone outside of their department. The Support Services Capt;ain and the Conurwnlc;itions 

Manager must be notified before the radio changes ownership. !I' the department is unsure 

who to contact, contact Dispatch, whkh operates 24/7 to pass information to the designated 
person. 



9} Anytime an emerge,,cv button is accidentally acfr1ated, it is ,:he respo,1sihiiity oi the office, to 

let Dispatch know thc:t the ,;ictivation was a mistake. 
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