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***** WARNING: External Email. Do not click links or open attachments that are unsafe. *****

Hello,
Please forward this email to others as needed.
 
The current IDCU/SUR – Texas Epidemiology Capacity Expansion Grant
Contract (HHS000436300030) with the Collin County Health Care
Services will expire on August 31, 2023.  DSHS is starting the contract
development process to replace this contract with a new contract 2-year
contract that would begin on September 1, 2023 and ending on August 31,
2025. 
The funding amount listed in this email is level funding but subject to change
pending official notification of the 2024-2025 final legislative appropriations.
 
The amount for the 2-year contract will be $342,446.00. The available funds
for FY24 expenditures will be $171,223.00 and the available funds for FY25
expenditures will be $171,223.00.
 
Attached to this email is:

A new budget workbook and instructions;
A Face Page; and
Security and Privacy Inquiry

 
Please return the completed Budget Workbook and Face Page to me by
close of business March 3rd, 2023 or sooner.  Please return the Security
Privacy and Inquiry Form by March 10th, 2023.
Below are items not allowed on these budgets.

Computers/laptops if purchased within the last two years
Office furniture if purchased within the last two years
Registration fee and travel expenses for conferences that do not relate to
infectious disease surveillance or infectious disease epidemiology, or the
majority of the conference’s sessions/breakouts do not cover these two
topics or does not meet the contracts scope of work. The following
conferences will not be approved:

Texas Department of Emergency Management Conference
SETRAC Symposium
Association for Professionals in Infection Control

The following two conferences will be approved for the epidemiologist
funded on the budget, per the SOW:

the yearly ELC; and
NEDSS training

Note: Since NEDSS training is on-line and there is no longer a travel cost
associated with this training or if the epidemiologist is already certified in
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General Instructions

		General Instructions for Completing Budget Forms
DSHS Costs Only Budgeted on Detail Category Pages

		(Examples and instructions for completing the Budget Category Detail Templates are in a separate Excel file located under Templates for Cost Reimbursement Budgets located at :   http://www.dshs.state.tx.us/grants/forms.shtm

		*		Enter the legal name of your organization in the space provided for "Legal Name of Respondent" on Form I -Budget Summary; doing so will populate the budget category detail templates with your organizations name.

		*		Complete each budget category detail template. Instructions for completing each budget category detail template are in a separate document. If a primary budget category detail template does not accommodate all items in your budget, use the respective supplemental budget template at the end of this workbook. The total of each supplemental category detail budget template will automatically populate to the last line of the respective primary budget category template.

		*		After you have completed each budget category detail form, go to Form I-Budget Summary and input other sources of funding manually (if any) in Columns 3 - 6 for each budget category.

		*		Refer to the table below the budget template table to verify that the amounts distributed ("Distribution Total") in each budget category equals the "Budget Total" for each respective category. Next, verify that the overall total of all distributions ("Distribution Totals") equals the Budget Total.

		*		Enter the total amount of "Program Income" anticipated for this program in row "K" under the "Total Budget" column (1). The total program income budgeted will be automatically allocated to each funding source based on the percentage of funding of the total budget. Information on program income is available in the DSHS Contractors Financial Procedures Manual located at the following web site:  http://www.dshs.state.tx.us/contracts/
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Form I-Budget Summary

												FORM I: BUDGET SUMMARY (REQUIRED)

				Legal Name of Respondent:

		Budget Categories				Total				DSHS Funds		Direct Federal		Other State		Local Funding		Other

						Budget				Requested		Funds		Agency Funds*		Sources		Funds

						(1)				(2)		(3)		(4)		(5)		(6)

		A.		Personnel				$0		$0		$0		$0		$0		$0

		B.		Fringe Benefits				$0		$0		$0		$0		$0		$0

		C.		Travel				$0		$0		$0		$0		$0		$0

		D.		Equipment				$0		$0		$0		$0		$0		$0

		E.		Supplies				$0		$0		$0		$0		$0		$0

		F.		Contractual				$0		$0		$0		$0		$0		$0

		G.		Other		$		$0		$0		$0		$0		$0		$0

		H.		Total Direct Costs		$		$0		$0		$0		$0		$0		$0

		I.		Indirect Costs		$		$0		$0		$0		$0		$0		$0

		J.		Total (Sum of H and I)		$		$0		$0		$0		$0		$0		$0

		K.		Program Income - Projected Earnings		$		$0		$0		$0		$0		$0		$0

		NOTE:  The "Total Budget" amount for each Budget Category will have to be allocated (entered) manually among the funding sources.  Enter amounts in whole dollars.  After amounts have been entered for each funding source, verify that the "Distribution Total" below equals the respective amount under the "Total Budget" from column (1).

								Budget
Catetory		Distribution
Total		Budget
Total		Budget
Category		Distribution
Total		Budget
Total

		Check Totals For:						Personnel		$0		$0		Fringe Benefits		$0		$0

								Travel		$0		$0		Equipment		$0		$0

								Supplies		$0		$0		Contractual		$0		$0

								Other		$0		$0		Indirect Costs		$0		$0

		TOTAL FOR:						Distribution Totals				$0		Budget Total				$0

		*Letter(s) of good standing that validate the respondent’s programmatic, administrative, and financial capability must be placed after this form if respondent receives any funding from state agencies other than DSHS related to this project.  If the respondent is a state agency or institution of higher education, letter(s) of good standing are not required.  DO NOT include funding from other state agencies in column 4 or Federal sources in column 3 that is not related to activities being funded by this DSHS project.
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Form I - 1 Personnel

		FORM I-1: PERSONNEL Budget Category Detail Form

		Legal Name of Respondent:		0

		PERSONNEL		Vacant Y/N		Justification		FTE's		Certification or License (Enter NA if not required)		Total Average Monthly Salary/Wage		Number of Months		Salary/Wages Requested for Project

		Functional Title + Code

		E = Existing or P = Proposed

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

		TOTAL FROM PERSONNEL SUPPLEMENTAL BUDGET SHEETS														$0

												SalaryWage Total				$0

		FRINGE BENEFITS		Itemize the elements of fringe benefits in the space below:

										Fringe Benefit Rate %						0.00%

										Fringe Benefits Total						$0
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Form I - 2 Travel

								FORM I-2: TRAVEL Budget Category Detail Form

		Legal Name of Respondent:		0

		Conference / Workshop Travel Costs

		Description of		Justification						Location
City/State		Number of:				Travel Costs

		Conference/Workshop										Days/Employees

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

		TOTAL FROM TRAVEL SUPPLEMENTAL CONFERENCE/WORKSHOP BUDGET SHEETS																$0

												Total for Conference / Workshop Travel						$0

		Other / Local Travel Costs

		Justification				Number of Miles		Mileage Reimbursement Rate		Mileage		Other Costs

										Cost						Total

										(a)		(b)				(a) + (b)

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

		TOTAL FROM TRAVEL SUPPLEMENTAL OTHER/LOCAL TRAVEL COSTS BUDGET SHEETS														$0

										Total for Other / Local Travel								$0

		Other / Local Travel Costs:		$0				Conference / Workshop Travel Costs:		$0				Total Travel Costs:				$0

				Indicate Policy Used:				Respondent's Travel Policy				State of Texas Travel Policy
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Form I - 3 Equipment

		FORM I-3: EQUIPMENT AND CONTROLLED ASSETS Budget Category

		Detail Form

		Legal Name of Respondent:		0

		Itemize, describe and justify the list below.  Attach complete specifications or a copy of the purchase order.  See attached example for equipment definition and detailed instructions to complete this form.

		Description of Item				Purpose & Justification		Number of Units		Cost Per Unit		Total

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

		TOTAL FROM EQUIPMENT SUPPLEMENTAL BUDGET SHEETS										$0

		     				     		     				     

						Total Amount Requested for Equipment:						$0
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Form I - 4 Supplies

		FORM I-4: SUPPLIES Budget Category Detail Form

		Legal Name of Respondent:		0

		Itemize and describe each supply item and provide an estimated quantity and cost (i.e. #of boxes & cost/box) if applicable.  Provide a justification for each supply item.  Costs may be categorized by each general type (e.g., office, computer, medical, educational, etc.)  See attached example for definition of supplies and detailed instructions to complete this form.

		Description of Item
[If applicable, provide estimated quantity and cost (i.e. # of boxes & cost/box)]		Purpose & Justification		Total Cost

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

		TOTAL FROM SUPPLIES SUPPLEMENTAL BUDGET SHEETS				$0

		     		     		     

				Total Amount Requested for Supplies:		$0
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Form I - 5 Contractual

		FORM I-5: CONTRACTUAL Budget Category Detail Form

		Legal Name of Respondent:		0

		List contracts for services related to the scope of work that is to be provided by a third party.  If a third party is not yet identified, describe the service to be contracted and show contractors as “To Be Named.”  Justification for any contract that delegates $100,000 or more of the scope of the project in the respondent’s funding request, must be attached behind this form.

		CONTRACTOR NAME              (Agency or Individual)		DESCRIPTION OF SERVICES  (Scope of Work)		Justification		METHOD OF PAYMENT   
(i.e., Monthly, Hourly, Unit, Lump Sum)		# of Months, Hours, Units, etc.		RATE OF PAYMENT (i.e., hourly rate, unit rate, lump sum amount)		TOTAL

														$0

														$0

														$0

														$0

														$0

														$0

														$0

														$0

														$0

		TOTAL FROM CONTRACTUAL SUPPLEMENTAL BUDGET SHEETS												$0

								Total Amount Requested for CONTRACTUAL:						$0
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Form I - 6 Other

		FORM I-6: OTHER Budget Category Detail Form

		Legal Name of Respondent:		0

		Description of Item
[If applicable, include quantity and cost/quantity (i.e. # of units & cost per unit)]		Purpose & Justification		Total Cost

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

						$0

		TOTAL FROM OTHER SUPPLEMENTAL BUDGET SHEETS				$0

		     		     		     

				Total Amount Requested for Other:		$0
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Form I-7 Indirect Costs 

		FORM I - 7 Indirect Costs

								Legal Name of Respondent:		0

								Total amount of indirect costs allocable to the project:				Amount:		$0

		Indirect costs are based on (mark the statement that is applicable):

				_____				The respondent’s most recent indirect cost rate approved by a federal cognizant agency or state single audit coordinating agency.  Expired rate agreements are not acceptable.  Attach a copy of the rate agreement to this form (Form I - 7 Indirect)				RATE:
BASE:

														   

				_____				Applies only to governmental entities. The respondent’s current central service cost rate or indirect cost rate based on a rate proposal prepared in accordance with OMB Circular A-87.  Attach a copy of Certification of Cost Allocation Plan or Certification of Indirect Costs.  
Note: Governmental units with only a Central Service Cost Rate must also include the indirect cost of the governmental units department (i.e. Health Department).  In this case indirect costs will be comprised of central service costs (determined by applying the rate) and the indirect costs of the governmental department.  The allocation of indirect costs must be addressed in Part V - Indirect Cost Allocation of the Cost Allocation Plan that is submitted to DSHS.				RATE:
TYPE:
BASE:

				_____				A cost allocation plan.  A cost allocation plan as specified in the DSHS Contractor's Financial Procedures Manual (CFPM), Appendix A  must be submitted to DSHS within 60 days of the contract start date.  The CFPM is available on the following internet web link: http://www.dshs.state.tx.us/contracts/

		GO TO PAGE 2 (below)

		Page 2,   FORM I - 7 Indirect Costs

		If using an central service or indirect cost rate, identify the types of costs that are included (being allocated) in the rate:

		Organizations that do not use an indirect cost rate and governmental entities with only a central service rate must identify the types of costs that will be allocated as indirect costs and the methodology used to allocate these costs in the space provided below.  The costs/methodology must also be disclosed in Part V-Indirect Cost Allocation of the Cost Allocation Plan that is submitted to DSHS.  Identify the types of costs that are being allocated as indirect costs, the allocation methodology, and the allocation base:
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Supplemental Forms Instructions

		SUPPLEMENTAL FORMS INSTRUCTIONS

		The budget templates (two per budget category) that follow are intended to supplement cost reimbursement budgets when there are too many items to fit on the primary budget template.  Applicants that have utilized all the lines on the primary budget template must use the supplemental templates to list detail information for the respective budget category.  For example, after all the lines on the primary budget template for Personnel (tab labled Form I - 1 Personnel) have been used, go to the supplemental template labled "Form I - 1a Personnel Supp” and if all the lines are used on this template, go to the next template labled "Form I - 1b Personnel".  The amounts on each supplemental template will automatically total and the total from both templates will automatically be inserted on the last line of the primary budget template. 
                       
The supplemental budget templates are:

		-Form I-1 Personnel Supplemental

                        -Form I-2 Travel Supplemental

                        -Form I-3 Equipment Supplemental

                        -Form I-4 Supplies Supplemental

                        -Form I-5 Contractual Supplemental

                        -Form I-6 Other Supplemental



&RRevised: 7/6/2009



Form I - 1a  Personnel Supp

		FORM I-1: PERSONNEL Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		PERSONNEL		Vacant Y/N		Justification		FTE's		Certification or License (Enter NA if not required)		Total Average Monthly Salary/Wage		Number of Months		Salary/Wages Requested for Project

		Functional Title + Code

		E = Existing or P = Proposed

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

												SalaryWage Total				$0



&RRevised: 7/6/2009



Form I - 1b  Personnel Supp 

		FORM I-1: PERSONNEL Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		PERSONNEL		Vacant Y/N		Justification		FTE's		Certification or License (Enter NA if not required)		Total Average Monthly Salary/Wage		Number of Months		Salary/Wages Requested for Project

		Functional Title + Code

		E = Existing or P = Proposed

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

																$0

												SalaryWage Total				$0
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Form I - 2a Travel Supp

								FORM I-2: TRAVEL Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		Conference / Workshop Travel Costs

		Description of		Justification						Location				Number of:		Travel Costs

		Conference/Workshop								(City, State)				Days/Employees

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

												Total for Conference / Workshop Travel						$0

		Other / Local Travel Costs

		Justification				Number of Miles		Mileage Reimbursement Rate		Mileage		Other Costs

										Cost						Total

										(a)		(b)				(a) + (b)

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										Total for Other / Local Travel								$0

		Other / Local Travel Costs:		$0				Conference / Workshop Travel Costs:		$0				Total Travel Costs:				$0
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Form I - 2b Travel Supp

								FORM I-2: TRAVEL Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		Conference / Workshop Travel Costs

		Description of		Justification						Location				Number of:		Travel Costs

		Conference/Workshop								(City, State)				Days/Employees

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

																Mileage

																Airfare

																Meals

																Lodging

																Other Costs

																Total		$0

												Total for Conference / Workshop Travel						$0

		Other / Local Travel Costs

		Justification				Number of Miles		Mileage Reimbursement Rate		Mileage		Other Costs

										Cost						Total

										(a)		(b)				(a) + (b)

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										$0						$0

										Total for Other / Local Travel								$0

		Other / Local Travel Costs:		$0				Conference / Workshop Travel Costs:		$0				Total Travel Costs:				$0
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Form I - 3a  Equipment Supp

		FORM I-3: EQUIPMENT AND CONTROLLED ASSETS Budget Category

		Detail Form (Supplemental)

		Legal Name of Respondent:		0

		Itemize, describe and justify the list below.  Attach complete specifications or a copy of the purchase order.  See attached example for equipment definition and detailed instructions to complete this form.

		Description of Item				Purpose & Justification		Number of Units		Cost Per Unit		Total

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

		     				     		     				     

						Total Amount Requested for Equipment:						$0
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Form I - 3b Equipment Supp

		FORM I-3: EQUIPMENT AND CONTROLLED ASSETS Budget Category

		Detail Form (Supplemental)

		Legal Name of Respondent:		0

		Itemize, describe and justify the list below.  Attach complete specifications or a copy of the purchase order.  See attached example for equipment definition and detailed instructions to complete this form.

		Description of Item				Purpose & Justification		Number of Units		Cost Per Unit		Total

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

												$0

		     				     		     				     

						Total Amount Requested for Equipment:						$0
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Form I - 4a Supplies Supp

		FORM I-4: SUPPLIES Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		Itemize and describe each supply item and provide an estimated quantity and cost (i.e. # of boxes & cost/box) if applicable.  Provide a justification for each supply item.  Costs may be categorized by each general type (i.e., office, computer, medical, client incentives, educational, etc.)

		Description of Item
[If applicable, provide estimated quantity and cost (i.e. # of boxes & cost/box)]		Purpose & Justification		Total Cost

		     		     		     

				Total Amount Requested for Supplies:		$0
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Form I - 4b Supplies Supp

		FORM I-4: SUPPLIES Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		Itemize and describe each supply item and provide an estimated quantity and cost (i.e. # of boxes & cost/box) if applicable.  Provide a justification for each supply item.  Costs may be categorized by each general type (i.e., office, computer, medical, client incentives, educational, etc.)

		Description of Item
[If applicable, provide estimated quantity and cost (i.e. # of boxes & cost/box)]		Purpose & Justification		Total Cost

		     		     		     

				Total Amount Requested for Supplies:		$0
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Form I - 5a Contractual Supp

		FORM I-5: CONTRACTUAL Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		List contracts for services related to the scope of work that is to be provided by a third party.  If a third party is not yet identified, describe the service to be contracted and show contractors as “To Be Named.”  Justification for any contract that delegates $100,000 or more of the scope of the project in the respondent’s funding request, must be attached behind this form.

		CONTRACTOR NAME              (Agency or Individual)		DESCRIPTION OF SERVICES  (Scope of Work)		Justification		METHOD OF PAYMENT   (i.e. Monthly, Hourly, Unit, Lump Sum)		# of Months, Hours, Units, etc.		RATE OF PAYMENT
(i.e. hourly rate, unit rate, lump sum amount)		TOTAL

														$0

														$0

														$0

														$0

														$0

														$0

														$0

														$0

														$0

														$0

								Total Amount Requested for CONTRACTUAL:						$0
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Form I - 5b Contractual Supp

		FORM I-5: CONTRACTUAL Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		List contracts for services related to the scope of work that is to be provided by a third party.  If a third party is not yet identified, describe the service to be contracted and show contractors as “To Be Named.”  Justification for any contract that delegates $100,000 or more of the scope of the project in the respondent’s funding request, must be attached behind this form.

		CONTRACTOR NAME              (Agency or Individual)		DESCRIPTION OF SERVICES  (Scope of Work)		Justification		METHOD OF PAYMENT   (i.e. Monthly, Hourly, Unit, Lump Sum)		# of Months, Hours, Units, etc.		RATE OF PAYMENT
(i.e. hourly rate, unit rate, lump sum amount)		TOTAL

														$0

														$0

														$0

														$0

														$0

														$0

														$0

														$0

														$0

														$0

								Total Amount Requested for CONTRACTUAL:						$0
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Form I - 6a Other Supp

		FORM I-6: OTHER Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		Description of Item
[If applicable, include quantity and cost/quantity (i.e. # of units & cost/unit)]		Purpose & Justification		Total Cost

		     		     		     

				Total Amount Requested for Other:		$0
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Form I - 6b Other Supp

		FORM I-6: OTHER Budget Category Detail Form (Supplemental)

		Legal Name of Respondent:		0

		Description of Item
[If applicable, include quantity and cost/quantity (i.e. # of units & cost/unit)]		Purpose & Justification		Total Cost

		     		     		     

				Total Amount Requested for Other:		$0
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Department of State Health Services



[bookmark: _Toc246831232][bookmark: _Toc347219612]FORM A: FACE PAGE



This form requests basic information about the contractor and project, including contact information for the person authorized to sign the contract.



		CONTRACTOR INFORMATION



		1)  LEGAL BUSINESS NAME :

		     



		2)  MAILING Address Information (include mailing address, street, city, county, state and 9-digit zip code):



		

		     

     

     







     





		3)  PAYEE Name and Mailing Address, including 9-digit zip code (if different from above):



		

		     

     

     



		4) DUNS Number (9-digit) required if receiving federal funds:                                



		5) Federal Tax ID No. (9-digit), State of Texas Comptroller Vendor ID Number (14-digit)

     



		6)  TYPE OF ENTITY (check all that apply):



		

		|_|

		City

		|_|

		Nonprofit Organization*

		|_|

		Individual



		

		|_|

		County

		|_|

		For Profit Organization*

		|_|

		Federally Qualified Health Centers



		

		|_|

		Other Political Subdivision

		|_|

		HUB Certified

		|_|

		State Controlled Institution of Higher Learning



		

		|_|

		State Agency

		|_|

		Community-Based Organization

		|_|

		Hospital



		

		|_|

		Indian Tribe

		|_|

		Minority Organization

		|_|

		Private

		



		

		

		

		|_|

		Faith Based (Nonprofit Org)

		|_|

		Other (specify):

		     

		



		7)  CONTRACT TERM:



		Start Date: 

9/01/2023

		

		End Date:

8/31/2025



		



		8)  COUNTIES SERVED BY CONTRACT:        



		9)  AMOUNT OF FUNDING:      



		10)  PERSON AUTHORIZED TO SIGN CONTRACT

		11)  FINANCIAL OFFICER



		

		Name:

Title:

Phone:

Email:

		     

     

     

     

		

		Name:

Title:

Phone:

Email:

		     

     

     

     



		12)  PERSON TO COMPLETE FEDERAL FORMS IN DOCUSIGN

		13)  PERSON TO BE COPIED IN DOCUSIGN



		

		Name:

Title:

Phone:

Email:

		     

     

     

     

		

		Name:

Title:

Phone:

Email:

		     

     

     

     





[bookmark: _Toc347219613]
FORM A: FACE PAGE INSTRUCTIONS



This form provides basic information about the contractor and the proposed project with the Department of State Health Services (DSHS).  Please follow the instructions below to complete the face page form and return with the contractor’s budget.



1) LEGAL BUSINESS NAME - Enter the legal name of the contractor.



2) MAILING ADDRESS INFORMATION - Enter the contractor’s complete physical address and mailing address, city, county, state, and 9-digit zip code.

3) PAYEE NAME AND MAILING ADDRESS - Payee – Entity involved in a contractual relationship with contractor to receive payment for services rendered by contractor and to maintain the accounting records for the contract; i.e., fiscal agent. Enter the PAYEE’s name and mailing address, including 9-digit zip code, if PAYEE is different from the contractor. The PAYEE is the corporation, entity or vendor who will be receiving payments.

4) DUNS Number – 9- digit Dun and Bradstreet Data Universal Numbering System (DUNS) number. . This number is required if receiving ANY federal  funds and can be obtained at: http://fedgov.dnb.com/webform  

5) FEDERAL TAX ID or STATE OF TEXAS COMPTROLLER VENDOR ID NUMBER - Enter the Federal Tax Identification Number (9-digit) or the Texas Vendor Identification Number assigned by the Texas State Comptroller (14-digit). 

6) TYPE OF ENTITY - Check the type of entity as defined by the Secretary of State at http://www.sos.state.tx.us/corp/businessstructure.shtml

and/or the Texas State Comptroller at https://fmx.cpa.state.tx.us/fmx/pubs/tins/tinsguide/2009-04/TINS_Guide_0409.pdf  and check all other boxes that describe the entity. 



Historically Underutilized Business: A minority or women-owned business as defined by Texas Government Code, Title 10, Subtitle D, Chapter 2161. (http://www.window.state.tx.us/procurement/prog/hub/)

State Agency: an agency of the State of Texas as defined in Texas Government Code §2056.001.ii

Institutions of higher education as defined by §61.003 of the Education Code.

MINORITY ORGANIZATION is defined as an organization in which the Board of Directors is made up of 50% racial or ethnic minority members. 

If a Non-Profit Corporation or For-Profit Corporation, provide the 10-digit charter number assigned by the Secretary of State.



7) CONTRACT TERM - Enter the proposed contract term.  



8) COUNTIES SERVED BY CONTRACT - Enter the proposed counties served by the contract. 



9) AMOUNT OF FUNDING - The total two-year amount of funding from DSHS, contingent on funding, for proposed project activities.  



10) PERSON AUTHORIZED TO SIGN CONTRACT - Enter the name, title, phone, and email address of the person authorized to sign the contract.  



11) FINANCIAL OFFICER - Enter the name, title, phone, and email address of the person responsible for the financial aspects of the proposed project.



12) PERSON TO COMPLETE FEDERAL FORMS IN DOCUSIGN - Enter the name, title, phone, and email address of the person who will be completing federal forms in DocuSign.



13) PERSON TO BE COPIED IN DOCUSIGN -  Enter the name, title, phone, and email address of the person to be copied in DocuSign when the contract is routed to LHD for signature.










 
           


     
     


 


    


          
         


 


 


      


 


   


    


    


     


    


 


     


 


   


     


    


 


     


 


   


           
         


       
       


                         
                                               
                                             


                                               


                       
                    


               


         
                   


                         


          
          


             


 
 


       


      


     
     


 
 


   
  


  


             
 


           


                 


               


               


       


      
 


      
         


        
        


    


  


 


 


 


 
 


 


 


 


 


 


 


 


 


 


 


 


 


 


  


 


   


 


 


 


 


  


 
 


 


 


  


 


 


   


 


 


 
 


 


 


 


 


 


 


 


 


 


 


 


 


   


 


 
 


  
 


 
 


 


  
 


 


    


Texas HHS System - Data Use Agreement ‐ Attachment 2 
SECURITY AND PRIVACY INQUIRY (SPI) 


If you are a bidder for a new procurement/contract, in order to participate in the bidding process, you must have corrected any "No" 
responses (except A9a) prior to the contract award date. If you are an applicant for an open enrollment, you must have corrected 
any "No" answers (except A9a and A11) prior to performing any work on behalf of any Texas HHS agency. 


For any questions answered "No"           (except A9a and A11), an         Acti on Plan for Compli      ance with a Timeline     must be documented in the 
designated area below the question. The ti      meline for compliance with HIPAA-related requirements for safeguarding Protected Health  
Information is 30 calendar days from the date this form is signed.  Compliance with requirements related to other types of 


                       Confidential Information must be confirmed within 90 calendar days from the date the form is signed.  


SECTION A: APPLICANT/BIDDER INFORMATION (To be completed by Applicant/Bidder) 
1. Does the applicant/bidder access, create, disclose, receive, transmit, maintain, or store Texas


HHS Confidential Information in electronic systems (e.g., laptop, personal use computer,


mobile device, database, server, etc.)? IF NO, STOP. THE SPI FORM IS NOT REQUIRED.


Yes 
No 


2. Entity or Applicant/Bidder Legal Name Legal Name: 


Legal Entity Tax Identification Number 
(TIN) (Last Four Numbers Only): 


Procurement/Contract#: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 
3. Number of Employees, at all locations, in


Applicant/Bidder's Workforce
"Workforce" means all employees, volunteers, trainees, and
other Persons whose conduct is under the direct control of
Applicant/Bidder, whether or not they are paid by Applicant/
Bidder. If Applicant/Bidder is a sole proprietor, the workforce
may be only one employee.


Total Employees: 


4. Number of Subcontractors
(if Applicant/Bidder will not use subcontractors, enter “0”)


Total Subcontractors: 


5. Name of Information Technology Security Official
and Name of Privacy Official for Applicant/Bidder
(Privacy and Security Official may be the same person.)


A. Security Official: 
Legal Name: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 


B. Privacy Official: 
Legal Name: 


Address: 


City: State: ZIP: 


Telephone #: 


Email Address: 


Texas HHS System - Data Use Agreement - Attachment 2: SPI Version 2.1 (06/2018) Page 1 of 18 
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6. Type(s) of Texas HHS Confidential Information the
Applicant/Bidder will create, receive, maintain, use,
disclose or have access to: (Check all that apply)
• Health Insurance Portability and Accountability Act (HIPAA) data
• Criminal Justice Information Services (CJIS) data
• Internal Revenue Service Federal Tax Information (IRS FTI) data
• Centers for Medicare & Medicaid Services (CMS)
• Social Security Administration (SSA)
• Personally Identifiable Information (PII)


HIPAA CJIS IRS FTI CMS SSA PII 


Other (Please List) 


7. Number of Storage Devices for Texas HHS Confidential Information (as defined in the
Texas HHS System Data Use Agreement (DUA))
Cloud Services involve using a network of remote servers hosted on the Internet to store,
manage, and process data, rather than a local server or a personal computer.


A Data Center is a centralized repository, either physical or virtual, for the storage,
management, and dissemination of data and information organized around a particular body
of knowledge or pertaining to a particular business.


Total # 
(Sum a‐d) 


a. Devices. Number of personal user computers, devices or drives, including mobile
devices and mobile drives.


b. Servers. Number of Servers that are not in a data center or using Cloud Services.


c. Cloud Services. Number of Cloud Services in use.


d. Data Centers. Number of Data Centers in use.


8. Number of unduplicated individuals for whom Applicant/Bidder reasonably expects to
handle Texas HHS Confidential Information during one year:


Select Option 
(a‐d) 


a. 499 individuals or less
b. 500 to 999 individuals
c. 1,000 to 99,999 individuals
d. 100,000 individuals or more


a. 
b. 
c. 
d. 


9. HIPAA Business Associate Agreement


a. Will Applicant/Bidder use, disclose, create, receive, transmit or maintain protected
health information on behalf of a HIPAA‐covered Texas HHS agency for a HIPAA‐
covered function?


Yes 
No 


b. Does Applicant/Bidder have a Privacy Notice prominently displayed on a Webpage or a
Public Office of Applicant/Bidder's business open to or that serves the public? (This is a
HIPAA requirement. Answer "N/A" if not applicable, such as for agencies not covered
by HIPAA.)


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 


10. Subcontractors. If the Applicant/Bidder responded "0" to Question 4 (indicating no
subcontractors), check "N/A" for both 'a.' and 'b.' 


a. Does Applicant/Bidder require subcontractors to execute the DUA Attachment 1
Subcontractor Agreement Form?


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 


SPI Version 2.1 (06/2018) Texas HHS System - Data Use Agreement - Attachment 2: Page 2 of 18 
SECURITY AND PRIVACY INQUIRY (SPI) 







    
   


  


 
 
 


        


        
              


               
           
              


         


 
 
 


     
     


    


b. Will Applicant/Bidder agree to require subcontractors who will access Confidential
Information to comply with the terms of the DUA, not disclose any Confidential
Information to them until they have agreed in writing to the same safeguards and to
discontinue their access to the Confidential Information if they fail to comply?


Yes 
No 
N/A 


Action Plan for Compliance with a Timeline: Compliance Date: 


11. Does Applicant/Bidder have any Optional Insurance currently in place?
Optional Insurance provides coverage for: (1) Network Security and Privacy; (2) Data Breach; (3) Cyber
Liability (lost data, lost use or delay/suspension in business, denial of service with e‐business, the Internet,
networks and informational assets, such as privacy, intellectual property, virus transmission, extortion,
sabotage or web activities); (4) Electronic Media Liability; (5) Crime/Theft; (6) Advertising Injury and Personal
Injury Liability; and (7) Crisis Management and Notification Expense Coverage.


Yes 
No 
N/A 
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SECTION B: PRIVACY RISK ANALYSIS AND ASSESSMENT (To be completed by Applicant/Bidder) 


For any questions answered "No," an Action Plan for Compliance with a Timeline must be documented in 
the designated area below the question. The timeline for compliance with HIPAA-related requirements for 
safeguarding Protected Health Information is 30 calendar days from the date this form is signed.  
Compliance with requirements related to other types of Confidential Information must be confirmed within 
90 calendar days from the date the form is signed. 
1. Written Policies & Procedures. Does Applicant/Bidder have current written privacy and


security policies and procedures that, at a minimum:
Yes or No 


a. Does Applicant/Bidder have current written privacy and security policies and
procedures that identify Authorized Users and Authorized Purposes (as defined in the
DUA) relating to creation, receipt, maintenance, use, disclosure, access or transmission
of Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


b. Does Applicant/Bidder have current written privacy and security policies and
procedures that require Applicant/Bidder and its Workforce to comply with the
applicable provisions of HIPAA and other laws referenced in the DUA, relating
to creation, receipt, maintenance, use, disclosure, access or transmission of
Texas HHS Confidential Information on behalf of a Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


c. Does Applicant/Bidder have current written privacy and security policies and procedures
that limit use or disclosure of Texas HHS Confidential Information to the minimum that is
necessary to fulfill the Authorized Purposes?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


d. Does Applicant/Bidder have current written privacy and security policies and procedures
that respond to an actual or suspected breach of Texas HHS Confidential Information, to
include at a minimum (if any responses are “No” check “No” for all three):


i. Immediate breach notification to the Texas HHS agency, regulatory authorities, and
other required Individuals or Authorities, in accordance with Article 4 of the DUA;


ii. Following a documented breach response plan, in accordance with the DUA
and applicable law; &


iii. Notifying Individuals and Reporting Authorities whose Texas HHS Confidential
Information has been breached, as directed by the Texas HHS agency?


Yes 


No 
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Action Plan for Compliance with a Timeline: Compliance Date: 


e. Does Applicant/Bidder have current written privacy and security policies and procedures
that conduct annual workforce training and monitoring for and correction of any training
delinquencies?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


f. Does Applicant/Bidder have current written privacy and security policies and
procedures that permit or deny individual rights of access, and amendment
or correction, when appropriate?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


g. Does Applicant/Bidder have current written privacy and security policies and procedures
that permit only Authorized Users with up‐to‐date privacy and security training, and
with a reasonable and demonstrable need to use, disclose, create, receive, maintain,
access or transmit the Texas HHS Confidential Information, to carry out an obligation
under the DUA for an Authorized Purpose, unless otherwise approved in writing by a
Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


h. Does Applicant/Bidder have current written privacy and security policies and procedures
that establish, implement and maintain proof of appropriate sanctions against any
Workforce or Subcontractors who fail to comply with an Authorized Purpose or who is
not an Authorized User, and used or disclosed Texas HHS Confidential Information in
violation of the DUA, the Base Contract or applicable law?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


i. Does Applicant/Bidder have current written privacy and security policies and
procedures that require updates to policies, procedures and plans following major
changes with use or disclosure of Texas HHS Confidential Information within 60
days of identification of a need for update?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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j. Does Applicant/Bidder have current written privacy and security policies and
procedures that restrict permissions or attempts to re‐identify or further identify
de‐identified Texas HHS Confidential Information, or attempt to contact any Individuals
whose records are contained in the Texas HHS Confidential Information, except for an
Authorized Purpose, without express written authorization from a Texas HHS agency or
as expressly permitted by the Base Contract?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


k. If Applicant/Bidder intends to use, disclose, create, maintain, store or transmit Texas HHS
Confidential Information outside of the United States, will Applicant/Bidder obtain the
express prior written permission from the Texas HHS agency and comply with the Texas
HHS agency conditions for safeguarding offshore Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date:


l. Does Applicant/Bidder have current written privacy and security policies and procedures
that require cooperation with Texas HHS agencies' or federal regulatory inspections,
audits or investigations related to compliance with the DUA or applicable law?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


m. Does Applicant/Bidder have current written privacy and security policies and
procedures that require appropriate standards and methods to destroy or dispose of
Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


n. Does Applicant/Bidder have current written privacy and security policies and procedures
that prohibit disclosure of Applicant/Bidder's work product done on behalf of Texas HHS
pursuant to the DUA, or to publish Texas HHS Confidential Information without express
prior approval of the Texas HHS agency?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


2. Does Applicant/Bidder have a current Workforce training program?
Training of Workforce must occur at least once every year, and within 30 days of date of hiring a new
Workforce member who will handle Texas HHS Confidential Information. Training must include: (1) privacy and
security policies, procedures, plans and applicable requirements for handling Texas HHS Confidential
Information, (2) a requirement to complete training before access is given to Texas HHS Confidential
Information, and (3) written proof of training and a procedure for monitoring timely completion of training.


Yes 
No 
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Action Plan for Compliance with a Timeline: Compliance Date: 


3. Does Applicant/Bidder have Privacy Safeguards to protect Texas HHS Confidential
Information in oral, paper and/or electronic form?


"Privacy Safeguards" means protection of Texas HHS Confidential Information by establishing, implementing


and maintaining required Administrative, Physical and Technical policies, procedures, processes and controls,
required by the DUA, HIPAA (45 CFR 164.530), Social Security Administration, Medicaid and laws, rules or
regulations, as applicable. Administrative safeguards include administrative protections, policies and
procedures for matters such as training, provision of access, termination, and review of safeguards, incident
management, disaster recovery plans, and contract provisions. Technical safeguards include technical
protections, policies and procedures, such as passwords, logging, emergencies, how paper is faxed or mailed,


and electronic protections such as encryption of data. Physical safeguards include physical protections,
policies and procedures, such as locks, keys, physical access, physical storage and trash.


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


4. Does Applicant/Bidder and all subcontractors (if applicable) maintain a current list of
Authorized Users who have access to Texas HHS Confidential Information, whether oral,
written or electronic?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


5. Does Applicant/Bidder and all subcontractors (if applicable) monitor for and remove
terminated employees or those no longer authorized to handle Texas HHS
Confidential Information from the list of Authorized Users?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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SECTION C: SECURITY RISK ANALYSIS AND ASSESSMENT (to be completed by Applicant/Bidder) 
This section is about your electronic system. If your business DOES NOT store, access, or 
transmit Texas HHS Confidential Information in electronic systems (e.g., laptop, personal 
use computer, mobile device, database, server, etc.) select the box to the right, and 
"YES" will be entered for all questions in this section. 


No Electronic 
Systems 


For any questions answered "No," an Action Plan for Compliance with a Timeline must be documented in the 
designated area below the question. The timeline for compliance with HIPAA-related items is 30 calendar 
days, PII-related items is 90 calendar days. 


1. Does the Applicant/Bidder ensure that services which access, create, disclose, receive,
transmit, maintain, or store Texas HHS Confidential Information are maintained IN the
United States (no offshoring) unless ALL of the following requirements are met?


a. The data is encrypted with FIPS 140‐2 validated encryption
b. The offshore provider does not have access to the encryption keys
c. The Applicant/Bidder maintains the encryption key within the United States
d. The Application/Bidder has obtained the express prior written permission of the


Texas HHS agency


For more information regarding FIPS 140‐2 encryption products, please refer to: 
http://csrc.nist.gov/publications/fips 


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


2. Does Applicant/Bidder utilize an IT security‐knowledgeable person or company to maintain
or oversee the configurations of Applicant/Bidder's computing systems and devices?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


3. Does Applicant/Bidder monitor and manage access to Texas HHS Confidential Information
(e.g., a formal process exists for granting access and validating the need for users to access
Texas HHS Confidential Information, and access is limited to Authorized Users)?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


4. Does Applicant/Bidder a) have a system for changing default passwords, b) require user
password changes at least every 90 calendar days, and c) prohibit the creation of weak
passwords (e.g., require a minimum of 8 characters with a combination of uppercase,
lowercase, special characters, and numerals, where possible) for all computer systems
that access or store Texas HHS Confidential Information.


If yes, upon request must provide evidence such as a screen shot or a system report.


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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5. Does each member of Applicant/Bidder's Workforce who will use, disclose, create, receive,
transmit or maintain Texas HHS Confidential Information have a unique user name
(account) and private password?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


6. Does Applicant/Bidder lock the password after a certain number of failed attempts and
after 15 minutes of user inactivity in all computing devices that access or store Texas
HHS Confidential Information?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


7. Does Applicant/Bidder secure, manage and encrypt remote access (including wireless
access) to computer systems containing Texas HHS Confidential Information? (e.g., a formal
process exists for granting access and validating the need for users to remotely access Texas
HHS Confidential Information, and remote access is limited to Authorized Users).


Encryption is required for all Texas HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required
for Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data,
Internal Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


8. Does Applicant/Bidder implement computer security configurations or settings for all
computers and systems that access or store Texas HHS Confidential Information?
(e.g., non‐essential features or services have been removed or disabled to reduce the
threat of breach and to limit exploitation opportunities for hackers or intruders, etc.)


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


9. Does Applicant/Bidder secure physical access to computer, paper, or other systems
containing Texas HHS Confidential Information from unauthorized personnel and theft
(e.g., door locks, cable locks, laptops are stored in the trunk of the car instead of the
passenger area, etc.)?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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10. Does Applicant/Bidder use encryption products to protect Texas HHS Confidential
Information that is transmitted over a public network (e.g., the Internet, WiFi, etc.)?


If yes, upon request must provide evidence such as a screen shot or a system report.
Encryption is required for all HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required for
Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal
Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


11. Does Applicant/Bidder use encryption products to protect Texas HHS Confidential
Information stored on end user devices (e.g., laptops, USBs, tablets, smartphones, external
hard drives, desktops, etc.)?
If yes, upon request must provide evidence such as a screen shot or a system report.
Encryption is required for all Texas HHS Confidential Information. Additionally, FIPS 140‐2 validated encryption is required
for Health Insurance Portability and Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data,
Internal Revenue Service Federal Tax Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.


For more information regarding FIPS 140‐2 encryption products, please refer to:
http://csrc.nist.gov/publications/fips


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


12. Does Applicant/Bidder require Workforce members to formally acknowledge rules outlining
their responsibilities for protecting Texas HHS Confidential Information and associated
systems containing HHS Confidential Information before their access is provided?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


13. Is Applicant/Bidder willing to perform or submit to a criminal background check on
Authorized Users?


Yes 
No 


Action Plan for Compliance with a Timeline: Compliance Date: 


14. Does Applicant/Bidder prohibit the access, creation, disclosure, reception, transmission,
maintenance, and storage of Texas HHS Confidential Information with a subcontractor
(e.g., cloud services, social media, etc.) unless Texas HHS has approved the subcontractor
agreement which must include compliance and liability clauses with the same
requirements as the Applicant/Bidder?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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15. Does Applicant/Bidder keep current on security updates/patches (including firmware,
software and applications) for computing systems that use, disclose, access, create,
transmit, maintain or store Texas HHS Confidential Information?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


16. Do Applicant/Bidder's computing systems that use, disclose, access, create, transmit,
maintain or store Texas HHS Confidential Information contain up‐to‐date anti‐
malware and antivirus protection?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


17. Does the Applicant/Bidder review system security logs on computing systems that access
or store Texas HHS Confidential Information for abnormal activity or security concerns on
a regular basis?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


18. Notwithstanding records retention requirements, does Applicant/Bidder's disposal
processes for Texas HHS Confidential Information ensure that Texas HHS Confidential
Information is destroyed so that it is unreadable or undecipherable?


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 


19. Does the Applicant/Bidder ensure that all public facing websites and mobile
applications containing Texas HHS Confidential Information meet security testing
standards set forth within the Texas Government Code (TGC), Section 2054.516;
including requirements for implementing vulnerability and penetration testing and
addressing identified vulnerabilities?


For more information regarding TGC, Section 2054.516 DATA SECURITY PLAN FOR ONLINE AND MOBILE 
APPLICATIONS, please refer to:  https://legiscan.com/TX/text/HB8/2017 


Yes 


No 


Action Plan for Compliance with a Timeline: Compliance Date: 
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Requesting Department(s): 


Legal Entity Tax Identification Number (TIN) (Last four Only): PO/Contract(s) #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


SECTION  D:  SIGNATURE  AND  SUBMISSION (to be completed by Applicant/Bidder)  


Please  sign  the  form  digitally,  if  possible.  If  you  can't,  provide  a  handwritten  signature.  
1. I  certify  that  all  of  the  information  provided  in  this  form  is  truthful  and  correct  to  the  best  of  my  knowledge.
f  I  learn    that     any  such  information      was   not   correct,    I  agree    to  notify  Texas     HHS  of  this  immediately.  I


2. Signature 3. Title 4. Date:


To  submit  the  completed,  signed  form:  


• Email  the  form  as  an  attachment  to the appropriate Texas HHS Contract Manager(s).


HHSC: DFPS: DSHS: 


Section  E:  To  Be  Completed  by  Texas HHS  Agency  Staff:  
Agency(s): 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Email Address: Contract Manager Telephone #: 


Contract Manager: Contract Manager Telephone #: Contract Manager Email Address: 
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INSTRUCTIONS FOR COMPLETING THE SECURITY AND PRIVACY INQUIRY (SPI) 


Below  are  instructions  for  Applicants,  Bidders  and  Contractors  for  Texas Health  and  Human  Services  requiring  the  
Attachment      2,  Security    and    Privacy   Inquiry   (SPI)   to  the  Data    Use    Agreement      (DUA).    Instructi  on  item    numbers    below     
correspond    to    sections    on  the    SPI   form.                          


If you are a bidder for a new procurement/contract, in order to participate in the bidding process, you must have corrected any "No" 
responses (except A9a) prior to the contract award date. If you are an applicant for an open enrollment, you must have corrected 
any "No" answers (except A9a and A11) prior to performing any work on behalf of any Texas HHS agency. 


For any questions answered "No" (except A9a and A11), an Action Plan for Compliance with a Timeline must be documented in the 
designated area below the question. The timeline for compliance with HIPAA-related requirements for safeguarding Protected Health 
Information is 30 calendar days from the date this form is signed.  Compliance with requirements related to other types of 
Confidential Information must be confirmed within 90 calendar days from the date the form is signed. 


SECTION A. APPLICANT /BIDDER INFORMATION 
Item  #1.  Only    contractors    that    access,  transmit,     store,      and/or      maintain Texas HHS  Confidential     Information    will  
complete    and  email thi    s form as an attachment to the appropriate Texas HHS Contract Manager. 


 


Item   #2.   Entity   or   Applicant/Bidder   Legal   Name.   Provide   the   legal   name   of   the   business   (the   name   used   for   legal   purposes,   
like   filing   a   federal   or   state   tax   form   on   behalf   of   the   business,   and   is   not   a   trade   or   assumed   named   "dba"),   the   legal   tax   
identification   number   (last   four   numbers   only)   of   the   entity   or   applicant/bidder,   the   address   of   the   corporate   or   main   branch   of   
the   business,   the   telephone   number   where   the   business   can   be   contacted   regarding   questions   related   to   the   information   on   
this   form   and   the   website   of   the   business,   if   a   website   exists.   


Item   #3.   Number   of   Employees,   at   all   locations,   in   Applicant/Bidder's   workforce.   Provide   the   total   number   of   
individuals,   including   volunteers,   subcontractors,   trainees,   and   other   persons   who   work   for   the   business.   If   you   are   the   
only   employee,   please   answer   "1."   


Item   #4.   Number   of   Subcontractors.   Provide   the   total   number   of   subcontractors   working   for   the   business.   If   you   have   
none,   please   answer   "0"   zero.   


Item #5. Number of unduplicated individuals for whom Applicant/Bidder reasonably expects to handle HHS Confidential 
Information during one year. Select the radio button that corresponds with the number of clients/consumers for whom you 
expect to handle Texas HHS Confidential Information during a year. Only count clients/consumers once, no matter how many 
direct services the client receives during a year. 


Item   #5.   Name   of   Information   Technology   Security   Official   and   Name   of   Privacy   Official   for   Applicant/Bidder.   As   with   all   other   
fields   on   the   SPI,   this   is   a   required   field.   This   may   be   the   same   person   and   the   owner   of   the   business   if   such   person   has   the   security   
and   privacy   knowledge   that   is   required   to   implement   the   requirements   of   the   DUA   and   respond   to   questions   related   to   the   SPI.   In   
4.A.   provide   the   name,   address,   telephone   number,   and   email   address   of   the   person   whom   you   have   designated   to   answer   any   
security   questions   found   in   Section   C   and   in   4.B.   provide   this   information   for   the   person   whom   you   have   designated   as   the   person   
to   answer   any   privacy   questions   found   in   Section   B.   The   business   may   contract   out   for   this   expertise;   however,   designated   
individual(s)   must   have   knowledge   of   the   business's   devices,   systems   and   methods   for   use,   disclosure,   creation,   receipt,   
transmission   and   maintenance   of   Texas   HHS  Confidential    Information      and    be  willing       to  be    the   point    of  contact      for  privacy      and   
security  questions.    


Item #6. Type(s) of HHS Confidential Information the Entity or Applicant/Bidder Will Create, Receive, Maintain, Use, Disclose or 
Have Access to: Provide a complete listing of all Texas HHS Confidential Information that the Contractor will create, receive, 
maintain, use, disclose or have access to. The DUA section Article 2, Definitions, defines Texas HHS Confidential Information as: 


“Confidential   Information”   means   any   communication   or   record   (whether   oral,   written,   electronically   stored   or   transmitted,   
or   in   any   other   form)   provided   to   or   made   available   to   CONTRACTOR   or   that   CONTRACTOR   may   create,   receive,   maintain,   
use,   disclose   or   have   access   to   on   behalf   of   Texas   HHS    that  consists        of  or  includes       any   or    all   of  the  following:    


(1) Client Information; 
(2) Protected Health Information in any form including without limitation, Electronic 
Protected Health Information or Unsecured Protected Health Information; 
(3) Sensitive Personal Information defined by Texas Business and Commerce Code Ch. 521; 
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(4) Federal Tax Information; 
(5) Personally Identifiable Information; 
(6) Social Security Administration Data, including, without limitation, Medicaid information; 
(7) All privileged work product; 
(8) All information designated as confidential under the constitution and laws of the State of 
Texas and of the United States, including the Texas Health & Safety Code and the Texas Public 
Information Act, Texas Government Code, Chapter 552. 


Definitions for the following types of confidential information can be found the following sites: 


• Health Insurance Portability and Accountability Act (HIPAA) ‐ http://www.hhs.gov/hipaa/index.html
• Criminal Justice Information Services (CJIS) ‐ https://www.fbi.gov/services/cjis/cjis‐security‐policy‐resource‐center
• Internal Revenue Service Federal Tax Information (IRS FTI) ‐ https://www.irs.gov/pub/irs‐pdf/p1075.pdf
• Centers for Medicare & Medicaid Services (CMS) ‐ https://www.cms.gov/Regulations‐and‐Guidance/Regulations‐and-


Guidance.html
• Social Security Administration (SSA) ‐ https://www.ssa.gov/regulations/
• Personally Identifiable Information (PII) ‐ http://csrc.nist.gov/publications/nistpubs/800‐122/sp800‐122.pdf


Item #7. Number of Storage devices for Texas HHS Confidential Information. The total number of devices is 
automatically calculated by exiting the fields in lines a ‐ d. Use the <Tab> key when exiting the field to prompt 
calculation, if it doesn't otherwise sum correctly. 


• Item 7a. Devices. Provide the number of personal user computers, devices, and drives (including mobile
devices, laptops, USB drives, and external drives) on which your business stores or will store Texas HHS 
Confidential Information. 


• Item 7b. Servers. Provide the number of servers not housed in a data center or "in the cloud," on which Texas HHS
Confidential Information is stored or will be stored. A server is a dedicated computer that provides data or services to other 
computers. It may provide services or data to systems on a local area network (LAN) or a wide area network (WAN) over the 
Internet. If none, answer "0" (zero). 


• Item 7c. Cloud Services. Provide the number of cloud services to which Texas HHS Confidential Information is stored. Cloud
Services involve using a network of remote servers hosted on the Internet to store, manage, and process data, rather than 
on a local server or a personal computer. If none, answer "0" (zero.) 


• Item 7d. Data Centers. Provide the number of data centers in which you store Texas HHS Confidential Information. A
Data Center is a centralized repository, either physical or virtual, for the storage, management, and 
dissemination of data and information organized around a particular body of knowledge or pertaining to a 
particular business. If none, answer "0" (zero). 


Item #8. Number of unduplicated individuals for whom the Applicant/Bidder reasonably expects to handle Texas HHS 
Confidential Information during one year. Select the radio button that corresponds with the number of clients/consumers for 
whom you expect to handle Confidential Information during a year. Only count clients/consumers once, no matter how many 
direct services the client receives during a year. 


Item #9. HIPAA Business Associate Agreement. 


• Item #9a. Answer "Yes" if your business will use, disclose, create, receive, transmit, or store information relating to a
client/consumer's healthcare on behalf of the Department of State Health Services, the Department of Disability and Aging
Services, or the Health and Human Services Commission for treatment, payment, or operation of Medicaid or Medicaid
clients. If your contract does not include HIPAA covered information, respond "no." If "no," a compliance plan is not required.


• Item #9b. Answer "Yes" if your business has a notice of privacy practices (a document that explains how you protect and
use a client/consumer's healthcare information) displayed either on a website (if one exists for your business) or in your
place of business (if that location is open to clients/consumers or the public). If your contract does not include HIPAA
covered information, respond "N/A."


Item #10. Subcontractors. If your business responded "0" to question 4 (number of subcontractors), Answer "N/A" to Items 10a 
and 10b to indicate not applicable. 


• Item #10a. Answer "Yes" if your business requires that all subcontractors sign Attachment 1 of the DUA.


• Item #10b. Answer "Yes" if your business obtains Texas HHS approval before permitting subcontractors to handle Texas HHS
Confidential Information on your business's behalf.


Item   #11.   Optional   Insurance.   Answer   "yes"   if   applicant   has   optional   insurance   in   place   to   provide   coverage   for   a   Breach   or   any   
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other situations listed in this question. If you are not required to have this optional coverage, answer "N/A" A compliance plan is 
not required. 


SECTION B. PRIVACY RISK ANALYSIS AND ASSESSMENT 
Reasonable and appropriate written Privacy and Security policies and procedures are required, even for sole proprietors who are 
the only employee, to demonstrate how your business will safeguard Texas HHS Confidential Information and respond in the 
event of a Breach of Texas HHS Confidential Information. To ensure that your business is prepared, all of the items below must 
be addressed in your written Privacy and Security policies and procedures. 


Item #1. Answer "Yes" if you have written policies in place for each of the areas (a‐o). 


• Item #1a. Answer "yes" if your business has written policies and procedures that identify everyone, including
subcontractors, who are authorized to use Texas HHS Confidential Information. The policies and procedures should also
identify the reason why these Authorized Users need to access the Texas HHS Confidential Information and this reason
must align with the Authorized Purpose described in the Scope of Work or description of services in the Base Contract
with the Texas HHS agency.


• Item #1b. Answer "Yes" if your business has written policies and procedures that require your employees (including
yourself), your volunteers, your trainees, and any other persons whose work you direct, to comply with the requirements
of HIPAA, if applicable, and other confidentiality laws as they relate to your handling of Texas HHS Confidential
Information. Refer to the laws and rules that apply, including those referenced in the DUA and Scope of Work or
description of services in the Base Contract.


• Item #1c. Answer "Yes" if your business has written policies and procedures that limit the Texas HHS Confidential
Information you disclose to the minimum necessary for your workforce and subcontractors (if applicable) to perform the
obligations described in the Scope of Work or service description in the Base Contract. (e.g., if a client/consumer's Social
Security Number is not required for a workforce member to perform the obligations described in the Scope of Work or
service description in the Base Contract, then the Social Security Number will not be given to them.) If you are the only
employee for your business, policies and procedures must not include a request for, or use of, Texas HHS Confidential
Information that is not required for performance of the services.


• Item #1d. Answer "Yes" if your business has written policies and procedures that explain how your business would
respond to an actual or suspected breach of Texas HHS Confidential Information. The written policies and procedures,
at a minimum, must include the three items below. If any response to the three items below are no, answer "no."


○ Item #1di. Answer "Yes" if your business has written policies and procedures that require your business to
immediately notify Texas HHS, the Texas HHS Agency, regulatory authorities, or other required Individuals or
Authorities of a Breach as described in Article 4, Section 4 of the DUA.
Refer to Article 4, Section 4.01:


Initial Notice of Breach must be provided in accordance with Texas HHS and DUA requirements with as much
information as possible about the Event/Breach and a name and contact who will serve as the single point of contact
with HHS both on and off business hours. Time frames related to Initial Notice include:
• within one hour of Discovery of an Event or Breach of Federal Tax Information, Social Security Administration
Data, or Medicaid Client Information


• within 24 hours of all other types of Texas HHS Confidential Information 48‐hour Formal Notice must be provided
no later than 48 hours after Discovery for protected health information, sensitive personal information or other
non‐public information and must include applicable information as referenced in Section 4.01 (C) 2. of the DUA.


○ Item #1dii. Answer "Yes" if your business has written policies and procedures require you to have and follow a
written breach response plan as described in Article 4 Section 4.02 of the DUA.


○ Item #1diii. Answer "Yes" if your business has written policies and procedures require you to notify Reporting
Authorities and Individuals whose Texas HHS Confidential Information has been breached as described in Article 4
Section 4.03 of the DUA.


• Item #1e. Answer "Yes" if your business has written policies and procedures requiring annual training of your entire
workforce on matters related to confidentiality, privacy, and security, stressing the importance of promptly reporting any
Event or Breach, outlines the process that you will use to require attendance and track completion for employees who
failed to complete annual training.
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• Item #1f. Answer "Yes" if your business has written policies and procedures requiring you to allow individuals
(clients/consumers) to access their individual record of Texas HHS Confidential Information, and allow them to
amend or correct that information, if applicable.


• Item #1g. Answer "Yes" if your business has written policies and procedures restricting access to Texas HHS Confidential
Information to only persons who have been authorized and trained on how to handle Texas HHS Confidential Information


• Item #1h. Answer "Yes" if your business has written policies and procedures requiring sanctioning of any subcontractor,
employee, trainee, volunteer, or anyone whose work you direct when they have accessed Texas HHS Confidential
Information but are not authorized to do so, and that you have a method of proving that you have sanctioned such an
individuals. If you are the only employee, you must demonstrate how you will document the noncompliance, update
policies and procedures if needed, and seek additional training or education to prevent future occurrences.


• Item #1i. Answer "Yes" if your business has written policies and procedures requiring you to update your policies within
60 days after you have made changes to how you use or disclose Texas HHS Confidential Information.


• Item #1j. Answer "Yes" if your business has written policies and procedures requiring you to restrict attempts to take
de‐identified data and re‐identify it or restrict any subcontractor, employee, trainee, volunteer, or anyone whose work
you direct, from contacting any individuals for whom you have Texas HHS Confidential Information except to perform
obligations under the contract, or with written permission from Texas HHS.


• Item #1k. Answer "Yes" if your business has written policies and procedures prohibiting you from using, disclosing,
creating, maintaining, storing or transmitting Texas HHS Confidential Information outside of the United States.


• Item #1l. Answer "Yes" if your business has written policies and procedures requiring your business to cooperate with
HHS agencies or federal regulatory entities for inspections, audits, or investigations related to compliance with the DUA or
applicable law.


• Item #1m. Answer "Yes" if your business has written policies and procedures requiring your business to use appropriate
standards and methods to destroy or dispose of Texas HHS Confidential Information. Policies and procedures should
comply with Texas HHS requirements for retention of records and methods of disposal.


• Item #1n. Answer "Yes" if your business has written policies and procedures prohibiting the publication of the
work you created or performed on behalf of Texas HHS pursuant to the DUA, or other Texas HHS Confidential
Information, without express prior written approval of the HHS agency.


Item #2. Answer "Yes" if your business has a current training program that meets the requirements specified in the SPI 
for you, your employees, your subcontractors, your volunteers, your trainees, and any other persons under you direct 
supervision. 


Item #3. Answer "Yes" if your business has privacy safeguards to protect Texas HHS Confidential Information as described 
in the SPI. 


Item #4. Answer "Yes" if your business maintains current lists of persons in your workforce, including subcontractors 
(if applicable), who are authorized to access Texas HHS Confidential Information. If you are the only person with 
access to Texas HHS Confidential Information, please answer "yes." 


Item #5. Answer "Yes" if your business and subcontractors (if applicable) monitor for and remove from the list of 
Authorized Users, members of the workforce who are terminated or are no longer authorized to handle Texas HHS 
Confidential Information. If you are the only one with access to Texas HHS Confidential Information, please answer "Yes." 


SECTION C. SECURITY RISK ANALYSIS AND ASSESSMENT 
This section is about your electronic systems. If you DO NOT store Texas HHS Confidential Information in electronic systems 
(e.g., laptop, personal computer, mobile device, database, server, etc.), select the "No Electronic Systems" box and respond 
"Yes" for all questions in this section. 


Item #1. Answer "Yes" if your business does not "offshore" or use, disclose, create, receive, transmit or maintain 
Texas HHS Confidential Information outside of the United States. If you are not certain, contact your provider of 
technology services (application, cloud, data center, network, etc.) and request confirmation that they do not off‐
shore their data. 
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Item #2. Answer "Yes" if your business uses a person or company who is knowledgeable in IT security to maintain or oversee 
the configurations of your business's computing systems and devices. You may be that person, or you may hire someone who 
can provide that service for you. 


Item #3. Answer "Yes" if your business monitors and manages access to Texas HHS Confidential Information (i.e., reviews 
systems to ensure that access is limited to Authorized Users; has formal processes for granting, validating, and reviews the 
need for remote access to Authorized Users to Texas HHS Confidential Information, etc.). If you are the only employee, 
answer "Yes" if you have implemented a process to periodically evaluate the need for accessing Texas HHS Confidential 
Information to fulfill your Authorized Purposes. 


Item #4. Answer "Yes" if your business has implemented a system for changing the password a system initially assigns to the 
user (also known as the default password), and requires users to change their passwords at least every 90 days, and prohibits the 
creation of weak passwords for all computer systems that access or store Texas HHS Confidential Information (e.g., a strong 
password has a minimum of 8 characters with a combination of uppercase, lowercase, special characters, and numbers, where 
possible). If your business uses a Microsoft Windows system, refer to the Microsoft website on how to do this, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/password-policy 


Item #5. Answer "Yes" if your business assigns a unique user name and private password to each of your employees, 
your subcontractors, your volunteers, your trainees and any other persons under your direct control who will use, 
disclose, create, receive, transmit or maintain Texas HHS Confidential Information. 


Item #6. Answer "Yes" if your business locks the access after a certain number of failed attempts to login and after 15 minutes 
of user inactivity on all computing devices that access or store Texas H H S  Confidential Information. If your business uses a 
Microsoft Windows system, refer to the Microsoft website on how to do this, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/account-lockout-policy 


Item #7. Answer "Yes" if your business secures, manages, and encrypts remote access, such as: using Virtual Private 
Network (VPN) software on your home computer to access Texas HHS Confidential Information that resides on a 
computer system at a business location or, if you use wireless, ensuring that the wireless is secured using a 
password code. If you do not access systems remotely or over wireless, answer "Yes." 


Item #8. Answer "Yes" if your business updates the computer security settings for all your computers and electronic 
systems that access or store Texas HHS Confidential Information to prevent hacking or breaches (e.g., non‐essential 
features or services have been removed or disabled to reduce the threat of breach and to limit opportunities for hackers or 
intruders to access your system). For example, Microsoft's Windows security checklist: 
https://docs.microsoft.com/en-us/windows/security/threat-protection/security-policy-settings/how-to-configure-security-policy-settings 


Item #9. Answer "Yes" if your business secures physical access to computer, paper, or other systems containing Texas HHS 
Confidential Information from unauthorized personnel and theft (e.g., door locks, cable locks, laptops are stored in the 
trunk of the car instead of the passenger area, etc.). If you are the only employee and use these practices for your 
business, answer "Yes." 


Item #10. Answer "Yes" if your business uses encryption products to protect Texas HHS Confidential Information that is 
transmitted over a public network (e.g., the Internet, WIFI, etc.) or that is stored on a computer system that is physically or 
electronically accessible to the public (FIPS 140‐2 validated encryption is required for Health Insurance Portability and 
Accountability Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal Revenue Service Federal Tax 
Information (IRS FTI) data, and Centers for Medicare & Medicaid Services (CMS) data.) For more information regarding FIPS 
140‐2 encryption products, please refer to: http://csrc.nist.gov/publications/fips). 


Item #11. Answer "Yes" if your business stores Texas HHS Confidential Information on encrypted end‐user electronic devices 
(e.g., laptops, USBs, tablets, smartphones, external hard drives, desktops, etc.) and can produce evidence of the encryption, 
such as, a screen shot or a system report (FIPS 140‐2 encryption is required for Health Insurance Portability and Accountability 
Act (HIPAA) data, Criminal Justice Information Services (CJIS) data, Internal Revenue Service Federal Tax Information (IRS FTI) 
data, and Centers for Medicare & Medicaid Services (CMS) data). For more information regarding FIPS 140‐2 validated 
encryption products, please refer to: http://csrc.nist.gov/publications/fips). If you do not utilize end‐user electronic devices 
for storing Texas HHS Confidential Information, answer "Yes." 
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Item #12. Answer "Yes" if your business requires employees, volunteers, trainees and other workforce members to sign a 
document that clearly outlines their responsibilities for protecting Texas HHS Confidential Information and associated 
systems containing Texas HHS Confidential Information before they can obtain access. If you are the only employee answer 
"Yes" if you have signed or are willing to sign the DUA, acknowledging your adherence to requirements and responsibilities. 


Item #13. Answer "Yes" if your business is willing to perform a criminal background check on employees, subcontractors, 
volunteers, or trainees who access Texas HHS Confidential Information. If you are the only employee, answer "Yes" if you 
are willing to submit to a background check. 


Item #14. Answer "Yes" if your business prohibits the access, creation, disclosure, reception, transmission, maintenance, 
and storage of Texas HHS Confidential Information on Cloud Services or social media sites if you use such services or sites, 
and there is a Texas HHS approved subcontractor agreement that includes compliance and liability clauses with the same 
requirements as the Applicant/Bidder. If you do not utilize Cloud Services or media sites for storing Texas HHS Confidential 
Information, answer "Yes." 


Item #15. Answer "Yes" if your business keeps current on security updates/patches (including firmware, software and 
applications) for computing systems that use, disclose, access, create, transmit, maintain or store Texas HHS Confidential 
Information. If you use a Microsoft Windows system, refer to the Microsoft website on how to ensure your system is 
automatically updating, see example: 


https://portal.msrc.microsoft.com/en-us/ 


Item #16. Answer "Yes" if your business's computing systems that use, disclose, access, create, transmit, maintain or store 
Texas HHS Confidential Information contain up‐to‐date anti‐malware and antivirus protection. If you use a Microsoft 
Windows system, refer to the Microsoft website on how to ensure your system is automatically updating, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/ 


Item #17. Answer "Yes" if your business reviews system security logs on computing systems that access or store Texas HHS 
Confidential Information for abnormal activity or security concerns on a regular basis. If you use a Microsoft Windows system, 
refer to the Microsoft website for ensuring your system is logging security events, see example: 


https://docs.microsoft.com/en-us/windows/security/threat-protection/auditing/basic-security-audit-policies 


Item #18. Answer "Yes" if your business disposal processes for Texas HHS Confidential Information ensures that Texas 
HHS Confidential Information is destroyed so that it is unreadable or undecipherable. Simply deleting data or formatting 
the hard drive is not enough; ensure you use products that perform a secure disk wipe. Please see NIST SP 800‐88 R1, 
Guidelines for Media Sanitization and the applicable laws and regulations for the information type for further guidance. 


Item #19. Answer "Yes" if your business ensures that all public facing websites and mobile applications containing HHS 
Confidential Information meet security testing standards set forth within the Texas Government Code (TGC), Section 
2054.516 


SECTION D. SIGNATURE AND SUBMISSION 
Click on the signature area to digitally sign the document. Email the form as an attachment to the appropriate 
Texas HHS Contract Manager. 
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Form I Instructions

		FORM I: BUDGET SUMMARY INSTRUCTIONS

		DSHS Costs Only Budgeted on Detail Category Pages

		An accurate budget plan is essential to achieve the performance measures and work plan set out in the narrative portion of the RFP.  Be sure to refer to the appropriate sections in the RFP for program-specific allowable and unallowable costs.  On each detail category budget form, budget only those costs that you plan to bill to DSHS.  The total amounts budgeted on each detail budget category form will be automatically posted to the respective budget category on "Form I - Budget Summary" under column # 2 "DSHS Funds Requested".  See individual "Detailed Budget Category Forms" for definitions of the cost that are to be budgeted in each category.  Enter amount as whole dollars; round up.

Legal Name of Respondent: Enter the legal name of your organization; this will populate the legal name field in the detail budget pages.  

For purposes of this form, the column headings have the following meanings:

		Column 1:		The total amount of funds budgeted from all funding sources for the DSHS project.  The total of all funding sources (Columns 2 - 6) for each budget category will be automatically totaled.  Do not enter amounts in Column (1) except for the amount of Program Income.

		Columns 2 - 6:		Enter the amount of funding to be provided by each funding source for each "Cost Category" in columns 3 - 6.    

Column 2: DSHS funds requested. (automatically posted from each detail budget category form)
Column 3: Federal funds awarded directly to respondent to be used on the DSHS project. 
Column 4: Funds awarded to respondent from other state agencies to be used on the DSHS project.
Column 5: Funds provided by local governments (city, county, hospital districts, etc)
Column 6: Funds from other sources. (respondents unrestricted funds including private foundations, 
                donations, fundraising, etc)

		Program Income - Projected Earnings (line K):  Enter in Column 1 the total estimated the amount of program income that is expected to be generated during the budget period.  The amount budgeted in column 1 should be the total program income that the project will generate.  The proportionate share of program income will automatically allocate to each funding source based on the percentage of funding.

		DEFINITION: Program income is defined as gross income directly generated through a contract supported activity or earned as a direct result of the contract agreement during the Program Attachment period.  Refer to the instructions section below for examples of program income.  In summary, program income is revenue generated by virtue of the existence of the program (activities funded under the DSHS Program Attachment).

		Contractor must disburse (apply towards gross Program Attachment expenses) the DSHS share of program income before requesting reimbursement.

		For more information about program income, refer to the General Provisions and the DSHS’s Contractor’s Financial Procedures Manual available on the Internet at: http://www.dshs.state.tx.us/contracts/cfpm.shtm

		Examples Of Program Income

		·         Fees for services performed in connection with and during the period of contract support;

		·         Tuition and fees when the course of instruction is developed, sponsored, and supported by DSHS contract;

		·         Sale of items fabricated or developed under the contract supported activity;

		·         Payments for contract supported services received from patients or third parties, such as Medicaid, Title XX, insurance companies;

		·         Lease or rental of items fabricated or developed under the contract supported activity; and

		·         Rights or royalty payments resulting from patents or copyrights developed or acquired by the contractor.

		Check Totals:		Refer to the table below the budget template table to verify that the amounts distributed (“Distribution Total”) in each budget category equals the “Budget Total” for each respective category.  Next, verify that the overall total of all distributions (Distribution Totals) equals the Budget Total.
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For more information about program income, refer to the General Provisions and the DSHS’s Contractor’s Financial Procedures Manual available on the Internet at: http://www.dshs.state.tx.us/contracts/cfpm.shtm



Form I Example

												FORM I: BUDGET SUMMARY (REQUIRED)

				Legal Name of Respondent:						Apple County Health Department

		Budget Categories				Total				DSHS Funds		Direct Federal		Other State		Local Funding		Other

						Budget				Requested		Funds		Agency Funds*		Sources		Funds

						(1)				(2)		(3)		(4)		(5)		(6)

		A.		Personnel				$40,620		$16,248		$12,186		$4,062		$6,093		$2,031

		B.		Fringe Benefits				$9,249		$3,700		$2,775		$925		$1,387		$462

		C.		Travel				$1,091		$437		$327		$109		$164		$55

		D.		Equipment				$5,250		$5,250

		E.		Supplies				$39,000		$15,600		$11,700		$3,900		$5,850		$1,950

		F.		Contractual				$41,208		$16,483		$12,362		$4,121		$6,181		$2,060

		G.		Other		$		$8,250		$3,300		$2,475		$825		$1,238		$413

		H.		Total Direct Costs		$		$144,668		$61,017		$41,826		$13,942		$20,913		$6,971

		I.		Indirect Costs		$		$3,575		$1,430		$1,073		$358		$536		$179

		J.		Total (Sum of H and I)		$		$148,243		$62,447		$42,898		$14,299		$21,449		$7,150

		K.		Program Income - Projected Earnings		$		$13,000		$5,200		$3,900		$1,300		$1,950		$650

		NOTE:  The "Total Budget" amount for each Budget Category will have to be allocated (entered) manually among the funding sources.  Enter amounts in whole dollars.  After amounts have been entered for each funding source, verify that the "Distribution Total" below equals the respective amount under the "Total Budget" from column (1).

								Budget
Catetory		Distribution
Total		Budget
Total		Budget
Category		Distribution
Total		Budget
Total

		Check Totals For:						Personnel		$40,620		$40,620		Fringe Benefits		$9,249		$9,249

								Travel		$1,092		$1,091		Equipment		$5,250		$5,250

								Supplies		$39,000		$39,000		Contractual		$41,207		$41,208

								Other		$8,251		$8,250		Indirect Costs		$3,576		$3,575

		TOTAL FOR:						Distribution Totals				$148,243		Budget Total				$148,243

		*Letter(s) of good standing that validate the respondent’s programmatic, administrative, and financial capability must be placed after this form if respondent receives any funding from state agencies other than DSHS related to this project.  If the respondent is a state agency or institution of higher education, letter(s) of good standing are not required.  DO NOT include funding from other state agencies in column 4 or Federal sources in column 3 that is not related to activities being funded by this DSHS project.
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Form I - 1 Instructions

		FORM I-1: PERSONNEL Budget Category Instructions

		PERSONNEL

		DEFINITION:  The actual cost of salaries and wages of employees devoted to working on activities directly related to carrying out the Scope of Work of the DSHS funded project.  These costs are allowable to the extent that they are reasonable and conform to the established, consistently applied policy of the organization and reflect no more than the time actually devoted to the project.  The salaries and wages of employees that do not work on activities described in the the Scope of Work of the DSHS funded project should be allocated as indirect costs and budgeted under the Indirect Cost category.

		INSTRUCTIONS - Enter the following information for each position on the PERSONNEL Budget Category Detail Form:
Personnel - enter the functional title, whether the position is existing (E) or proposed (P);
Vacant Y/N - indicate whether the position is vacant (Y) or filled (N);
Justification -  include a brief description of the position’s primary responsibilities and an explanation for the % of time dedicated to the
project, why the position classification is appropriate (including license/certification requirements);
FTE's (Full Time Equivalents) - enter the number of FTE's for the functional title that will be working on the DSHS funded project; FTE is the total number of hours worked (budgeted) for the DSHS project divided by the compensable hours (2080) in a fiscal year;
Certification/License Required - any certification or license an individual must possess to be qualified for the position;
Total Average Monthly SalaryWage - the total average monthly salary/wage of FTE's budgeted for this functional title;
Number of Months: Enter the number of months that his position will be working on the DSHS project.
Salary/Wages Requested for Project - the amount will be computed automatically by multiplying number of FTE's by Total Annual Salary.

		FRINGE BENEFITS

		DEFINITION:  Fringe benefits are allowances and services provided by the organization to its employees as compensation in addition to regular salaries and wages.  Fringe benefits include but are not limited to the cost of employee insurance, pensions, and unemployment benefit plans.  The cost of fringe benefits is allowable (in proportion to the amount of time or effort employees devote to the grant funded project), to the extent that the benefits are reasonable and are incurred under formally established and consistently applied policies of the organization.

		INSTRUCTIONS:  
Fringe Benefits -List the types of costs that comprise your organizations fringe benefits;
Fringe Benefit Rate -The fringe benefit rate should be based on your organizations actual experience.  The fringe benefit rate is typically calculated by dividing your organizations total fringe benefit costs by total  wage/salary costs.  Enter your organizations fringe benefit rate on the budget sheet;
Fringe Benefits Total - the total fringe benefit amount will be automatically calculated by multiplying the rate times the salary total.
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Form I - 1 Example

		FORM I-1: PERSONNEL Budget Category Detail Form Example

		Legal Name of Respondent: Apple County Health Department

		PERSONNEL		Vacant Y/N		Justification		FTE's		Certification or License (Enter NA if not required)		Total Average Monthly Salary/Wage		Number of Months		Salary/Wages Requested for Project

		Functional Title + Code

		E = Existing or P = Proposed

		Program Director (E)		N		Provides programmatic oversight and programmatic accountability of organization.		0.05		CPS		$4,200		12		$2,520

		Case Manager (P)		Y		Provides case management services and training.		0.05		LMSW		$3,500		12		$2,100

		Outreach Counselor (E)		N		Provides outreach/case management services.		1		LCDC		$3,000		12		$36,000

		     														$0

		     														$0

		     														$0

		     														$0

		     														$0

		     														$0

		     														$0

		     														$0

		     														$0

		     														$0

		     														$0

												Salary/Wage Total				$40,620

		FRINGE BENEFITS

		FRINGE BENEFITS: Itemize the elements of fringe benefits in this space.

		FICA, Worker's Comp, Retirement Plan, Health Insurance

										Fringe Benefit Rate %						22.77%

										Fringe Benefits Total

																$9,249
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Form I - 2 Instructions

		FORM I-2: TRAVEL Budget Category Instructions

		DEFINITION:  The cost of transportation, lodging, meals and related expenses incurred by employees of the organization while performing duties relevant to the proposed project.  This includes auto mileage paid to employees on the basis of a fixed mileage rate for the use of their personal vehicle.  Costs related to client transportation and conference registration fees should be classified under the “Other” expense category.  Travel costs incurred by a third party under contract should be included within the terms of the contract and be budgeted under the “Contractual” expense category.  

ALL OUT OF STATE TRAVEL MUST HAVE DSHS PRIOR APPROVAL

		INSTRUCTIONS:  The TRAVEL Budget Category Detail Form requires information on conferences/workshops and local travel costs pertaining to the DSHS project.   Note: Conference registration fees should be budgeted under the "Other" budget category.

For conferences/workshops, the following information must be provided:

Description of Conference/Workshop - the name and/or description of the conference/workshop;
Justification - the justification should include how attendance at the conference/workshop will directly benefit the project and why it is necessary to accomplish the project;
Location - the location (city/state) where the conference/workshop will be held;
Number of: Days/Employees  -  number days and employees attending the conference/workshop; 
Travel Costs - (for each conference/workshop)  
  Mileage - the estimated cost of mileage reimbursement  
  Airfare - the estimated cost of airfare 
  Meals - the cost of meals  
  Lodging - the cost of lodging
  Other Costs - such as: parking/toll fees, rental car, gasoline for rental car, ground transportation (Does not include conference registration) 
 
For local travel, the following information must be provided:

Justification - provide a justification for the local travel and why the travel is necessary to accomplish the project, include the name of the person
 or position classification(s) that will be traveling;  
Number of Miles -  the estimated number of miles to be traveled for the budget period;
Mileage Reimbursement Rate - enter the mileage reimbursement rate;
Mileage Cost - will calculate automatically (do not enter an amount in this column);
Other Costs - such as parking fees, toll fees
Total - will be calculated automatically (do not enter an amount into this column). 

The amounts at the bottom of the form for "Other/Local Travel Costs", "Conference/Workshop Travel Costs", and "Total Travel Costs" will be 
automatically calculated.

		Indicate Policy Used:  Indicate policy being used by marking one of box.   

All contracts with the Department of State Health Services require that a written travel policy be maintained by the contracting entity and available for review by DSHS staff upon request.  If a written travel policy is not in place, State of Texas Travel Policy will be applied; available at: https://fmx.cpa.state.tx.us/fmx/travel/index.php  .
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Form I - 2 Example

								FORM I-2: TRAVEL Budget Category Detail Form Example

				Legal Name of Respondent: Apple County Health Department

		Conference / Workshop Travel Costs

		Description of		Justification						Location				Number of:		Travel Costs

		Conference/Workshop								(City, State)				Days/

														Employees

		Community Planning Meetings		Clinic Services Director to attend Family Planning Committee meetings.						Austin, TX				2/1		Mileage		$172

																Airfare		$

																Meals		$75

																Lodging		$225

																Other Costs

																Mileage		$

																Airfare		$

																Meals		$

																Lodging		$

																Other Costs		$

												Total for Conference / Workshop Travel						$472

		Other / Local Travel Costs

		Justification				Number of Miles		Mileage Reimbursement Rate		Mileage		Other Costs

										Cost						Total

										(a)		(b)				(a) + (b)

		Local travel for case workers				1068		$0.45		$475		$144				$619

										$0						$0

										$0						$0

										Total for Other / Local Travel								$619

		Other / Local Travel Costs:		$619				Conference / Workshop Travel Costs:		$472				Total Travel Costs:				$1,091

				Indicate Policy Used:				Respondent's Travel Policy		X		State of Texas Travel Policy
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Form I - 3 Instructions

		FORM I-3: EQUIPMENT AND CONTROLLED ASSETS Budget Category Instructions

		DEFINITION: Equipment and Controlled Assets Purchases.  Equipment means an article of nonexpendable, tangible personal property having a useful lifetime of more than one year and an acquisition cost of $5,000 or more.  Contractor must inventory equipment, and controlled assets, which include, firearms regardless of the acquisition cost, and the following assets with an acquisition cost of $500 or more: desktop and laptop computers, non-portable printers and copiers, emergency management equipment, communication devices and systems, medical and laboratory equipment, and media equipment.   If purchase of equipment is approved in writing by the Department, Contractor is required to initiate the purchase of that equipment in the first quarter of the Contract or Program Attachment term, as applicable.  Failure to initiate the purchase of equipment may result in loss of availability of funds for the purchase of equipment.

		INSTRUCTIONS - Enter the following information:
Description of Item - describe each line item of equipment, attach a complete specification or a copy of the purchase order;
Purpose & Justification - state the purpose for the item(s) and why the equipment is necessary; also, if a portion of the equipment cost will be funded by non-DSHS, name the funding source and the percentage of the cost being funded.
Number of Units - enter the number of units (quantity) to be purchased;
Cost Per Unit - enter the cost per unit;
Total - the total will be automatically calculated by multiplying the "Number of Units" times "Cost Per Unit".

NOTE - The "Total Amount Requested for Equipment" will automatically post to Form I - Budget Summary under the "Total Budget" column.  If the cost of equipment will be funded in total by DSHS, enter the total amount under the "DSHS Funds Requested" column.  If the cost of equipment will be shared with other funding sources, allocate the budgeted costs accordingly under the respective funding source column.

		EXAMPLES OF EQUIPMENT DESCRIPTIONS

		Remember:  Equipment is priced per unit including freight. If you intend to purchase 10 modems @ $95 each, this would be considered a supply item not an equipment item.

		INCORRECT EXAMPLES

		Computer-850 Mhz Pentium

		1 @ $2,150

		(insufficient description/specification)

		1 @ $250 Laser Jet Printer

		(This item would be moved to supplies

		as it is less than $500.00).

		CORRECT EXAMPLES

		Pentium 4 Processor 2.8 Hz., 800 MHz FBS, 512 MB RAM, 32 MB RAM PCI, 40 GB EIDE 7200RPM, 1.44 MB 3.5 in. floppy drive

		Fat Ethernet 100 Mbps, EIDE CD ROM drive48X, Sound Blaster, Business Audio Speakers, PS/2 Keyboard, PS/2 2-Buttom Mouse,

		Windows XP Professional with SP2, 17 inch SVGA color monitor .28 mm, support 1024x768 resolution, 3 yr ltd Warranty. 1 @ $1,500

		24" Zenith Portable TV/VCR Combination;

		Model  #Z12345

		1 @ $750
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Form I - 3 Example

		FORM I-3: EQUIPMENT AND CONTROLLED ASSETS Budget Category

		Detail Form Example

		Legal Name of Respondent: Apple County Health Department

		Itemize, describe and justify the list below.  Attach complete specifications or a copy of the purchase order.  See attached example for equipment definition and detailed instructions to complete this form.

		Description of Item		Purpose & Justification		Number of Units		Cost Per Unit		Total

		Phone Master Professional Autodialing Voice Organization-to-client Communication System, with 2 year warranty.		Phone system will confirm appointments and make autodial phone calls for outreach events.  Reduction in staff time for follow-up calls and reduction in marketing/advertising expenses.		1		$5,250		$5,250

		     		     						$0

		     		     						$0

										$0

										$0

										$0

										$0

										$0

										$0

										$0

		     		     						$0

		     		     						$0

		     		     						$0

		     		     						$0

		     		     						$0

				Total Amount Requested for Equipment:						$5,250
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Form I - 3 Min. Computer Specs.

		

		Form I - 3 Minimum Computer Specifications Form

		The following table contains minimum computer equipment specifications required for computer equipment purchases approved by the Department of State Health Services. Please see notes on the next page for additional requirements.

		Minimum Computer Equipment Specifications (03/01/2009)

		Processor		Intel Dual Core Processor – 2.0 GHz or higher
or AMD Athlon 64 X2 Processor – 2.0 GHz or higher

		Memory		2 GB RAM, 800 MHz or higher

		Video Card		256 MB RAM  PCI Express or AGP or higher

		Hard Drives		80 GB SATA 7200RPM or higher

		USB Ports		Four USB 2.0 Ports or higher

		Network Adapter (NIC)		Fast Ethernet 100 Mbps or higher

		CDROM		SATA CD ROM drive (52X speed or higher) or higher

		Audio Solutions		Sound Blaster Compatible

		Speakers		Business Audio Speakers or higher

		Keyboards		USB Keyboard

		Mouse:		2-Button USB Optical Scroll Mouse or higher

		Operating System		Windows® XP Professional (SP2 or newer*)

		Monitor:		17 inch Color LCD Monitor VGA or DVI or higher (optional)

		Security		Antivirus and Anti-Spyware Software

		Hardware Support Services		4Yr Ltd NBD Warranty On-Site Service or higher

		* Operating systems must be Professional or Business Editions

		Notes:

		a.) A complete system price shall not exceed $1,500.00 for a desktop/laptop system.  Please submit justification when the purchase cost for a system exceeds these limits.

		b.) When contractor budgets are prepared to purchase computer equipment, complete computer equipment specifications, including printers, must be submitted to DSHS.

		c.) Vendors who assemble systems with generic (clone) computer parts or upgrade components must complete and submit the attached vendor certification to the quote and equipment specifications the vendor presents to the DSHS contractor. The vendor’s certification must be submitted to DSHS along with the contractor’s budget to purchase computer equipment.

		d.) Due to market volatility, the pricing of computer equipment or peripherals may fluctuate greatly within weeks. The DSHS considers vendor quotations issued greater than 30 days from the current date to be expired or non-current. A DSHS contractor should submit current vendor specifications and quotations to the DSHS with their requests to purchase equipment.

		If you need additional information, please contact Austin Metro Branch Manager, Information Technology Section, 512-458-7271
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Form I - 4 Instructions

		FORM I-4: SUPPLIES Budget Category Instructions

		DEFINITION: Supplies are defined as consumable items necessary to carry out the services under this DSHS project including medical supplies, drugs, office supplies, patient educational supplies, software, and any items of tangible personal property other than those defined as equipment on Form I-3 - Equipment and Controlled Assets.

		INSTRUCTIONS - Enter the following information:

Description of Item - provide a detail description of the supply item, including quantity if applicable;
Purpose & Justification - state why the supplies are necessary and how they will be used in carrying out the DSHS project;
Total Cost - enter the total cost of each supply line item.
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Form I - 4 Example

		FORM I-4: SUPPLIES Budget Category Detail Form Example

		Legal Name of Respondent: Apple County Health Department

		Itemize, describe and justify the supply items listed below.  Costs may be categorized by each general type (i.e., office, computer, medical, educational, etc.)  See attached example for definition of supplies and detailed instructions to complete this form.

		Description of Item		Purpose & Justification		Total Cost

		Office Supplies		General office supplies needed to support Family Planning clinic services; no item has a unit cost greater than $499.  Office supplies used in general administration offices should be budgeted under the Indirect Cost category.		$9,000

		Pharmaceuticals		Consumable items needed to support Family Planning clinic services; no item has a unit cost greater than $499.		$30,000

		     		     

		     		     

		     		     

		     		     

		     		     

		     		     

		     		     		     

				Total Amount Requested for Supplies:		$39,000
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Form I - 5 Instructions

		FORM I-5: CONTRACTUAL Budget Category Instructions

		DEFINITION:   The costs of activities directly associated with carrying out the statement of work that are contracted by the organization to a third party are recoded in the  “Contractual” category. Contracts for general and administrative services (i.e. accounting, audit, payroll, temporary staffing) are not included in this category; they are properly classified in the “Other” or “Indirect Cost” category.  A contract with a subrecipient must comply with Article XII, section titled "Contracts with Subrecipient Subcontractors" of the DSHS General Provisions.  The contractor may enter into contracts with subrecipient subcontractors unless restricted or otherwise prohibited in a specific Program Attachment's).  Prior to entering into an agreement equaling $100,000 or more of a Program Attachment amount, Contractor shall obtain written approval from DSHS. Contracts with subcontractors shall be in writing and include the following:

		Name and address of all parties; 
A detailed description of the services to be provided; 
Measurable method and rate of payment and total amount of contract; 
Clearly defined and executable termination clause; 
Beginning and ending dates that coincide with the dates of the applicable Program Attachment(s) or cover a term within the beginning and ending dates of the applicable Program Attachment(s); 
Access to inspect the work and the premises on which any work is performed, in accordance with the General Provisions; 
and a copy of these General Provisions and a copy of the Statement of Work and any Special Provisions in the Program Attachment(s) applicable to the subcontract.

		Contractor is responsible to DSHS for the performance of any subcontractor. Contractor shall monitor both financial and programmatic performance and maintain pertinent records that shall be available for inspection by DSHS. Contractor shall ensure that subcontractors are fully aware of the requirements placed upon them by state/federal statutes and regulations and under this Contract. Contractor shall not contract with a subcontractor, at any tier, that is debarred or suspended or excluded from or ineligible for participation in federal assistance programs. When subcontracting, Contractor is required to meet all applicable HUB requirements.

		INSTRUCTIONS - enter the following information: 
Contractor Name - names of the individuals or organizations performing the services; 
Description of Service - a description of the services being contracted; 
Justification -justification should include why respondent needs to contract for the service, why the service is necessary to perform the scope of work and how the respondent will ensure that the cost of the service is reasonable; 
Method of Payment -  the method of reimbursement (cost reimbursement or unit cost); 
# of Hours or Units of Service - the number of hours or units of service to be purchased; 
Hourly/Unit Rate - the hourly/unit cost if applicable; 
Total - total amount of each subcontract.

		Justification for any contract that delegates $100,000 or more of the scope of the project in the respondent’s funding request, must be attached behind the CONTRACTUAL Budget Category Detail Form.
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Form I - 5 Example

		FORM I-5: CONTRACTUAL Budget Category Detail Form Example

		Legal Name of Respondent: Apple County Health Department

		List contracts for services related to the scope of work that is to be provided by a third party.  If a third party is not yet identified, describe the service to be contracted and show contractors as “To Be Named.”  Justification for any contract that delegates $100,000 or more of the scope of the project in the respondent’s funding request, must be attached behind this form

		CONTRACTOR NAME              (Agency or Individual)		DESCRIPTION OF SERVICES  (Scope of Work)		Justification		METHOD OF PAYMENT   (i.e.,Monthly, Hourly, Unit, Lump Sum)		# of Months, Hours, Units, etc.)		RATE OF PAYMENT (i.e. hourly rate, unit rate, lump sum amount)		TOTAL

		Dr. Bob Gilly, D. O.		Oversees medical services.		Medical director required by DSHS.		Monthly		12		$300.00		$3,600

		Dr. James Paul, D. O.		Provides health history & physicals.		Contract physician at clinics performing medical exams.		Hourly		1560		$23.34		$36,408

		Dr. Billy Bode, D. O.		Provides professional guidance.		Medical Consultant		Cost Reimbursement		1		$1,200.00		$1,200

		     		     						     		     		     

		     		     				     		     		     		     

		     		     				     		     		     		     

		     		     				     		     		     		     

								Total Amount Requested for CONTRACTUAL:						$41,208
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Form I - 6 Instructions

		FORM I-6: OTHER Budget Category Instructions

		DEFINITION:  All other allowable direct costs not listed in any of the above categories are to be included in the “Other” category.  Some of the costs listed below may also be treated as indirect cost.  Their treatment as “Other” (direct) or indirect must be consistent throughout the respondent's organization.   Typical costs that may be budgeted in the “Other” category are the approved DSHS program attachment’s share of:

		*		equipment rental if used solely on the DSHS project, otherwise include in "Indirect Costs" ;

		*		single audit services if allocated directly to each funding source, otherwise include in "Indirect Costs";

		*		long distance telephone expenses, (general telephone expenses should be included in "Indirect Costs");

		*		printing and reproduction expenses directly related to the DSHS project;

		*		postage and shipping directly related to the DSHS project;

		*		contract personnel services for individuals that work solely on activities described in  the DSHS Statement of Work;

		*		equipment repairs or service maintenance agreements for equipment used solely on the DSHS funded project;

		*		periodicals:

		*		advertising that promotes the DSHS project;

		*		registration fees;

		*		patient transportation;

		*		training costs, speakers fees and stipends.

		INSTRUCTIONS:  Enter the following information: 
Description of Item - a general description of the goods/service, include quantity if applicable;   
Purpose & Justification -the justification should include an explanation of the purpose of the goods/service and why it is necessary for the completion of the activity;  
Total Cost - the total cost should only include the cost of goods that will be consumed during the contract term and services that will be utilized during the contract term.
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Form I - 6 Example

		FORM I-6: OTHER Budget Category Detail Form

		Legal Name of Respondent: Apple County Health Department

		Description of Item		Purpose & Justification		Total Cost

		Registration fee		To attend XYZ conference on mm/dd/yyyy, held in city/state.		$250

		Printing		Documents, forms, letters, and literature pertaining to programmatic activities.		$8,000

		     		     

		     		     

		     		     

		     		     

		     		     

		     		     

		     		     		     

				Total Amount Requested for Other:		$8,250
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Form I-7 Example-Instructions

		FORM I - 7 Indirect Costs, Example and Instructions

								Legal Name of Respondent:		Apple County Health Department

								Total amount of indirect costs allocable to the project:				Amount		$3,575

		Indirect costs are based on (mark the statement that is applicable):

				X				The respondent’s most recent indirect cost rate approved by a federal cognizant agency or state single audit coordinating agency.  Expired rate agreements are not acceptable.  Attach a copy of the rate agreement to this form (Form I - 7 Indirect)				RATE:		8.750%

												BASE:		Modified total direct, including subgrants and subcontracts up to the first $25,000; excluding equipment, capital equipment, as well as the portion of each subgrant and subcontract in excess of $25,000.

		INSTRUCTIONS: Organizations that have an approved indirect cost rate should complete the section above by marking the box and indicating the rate and base.  A copy of the approved rate agreement that will be in effect during the contract term should be attached to Form I - 7.  If a rate agreement is pending, submit the latest approved agreement.

				X				Applies only to governmental entities. The respondent’s current central service cost  rate or indirect cost rate based on a rate proposal prepared in accordance with OMB Circular A-87.  Attach a copy of Certification of Cost Allocation Plan or Certification of Indirect Costs.  
Note: Governmental entities with only a Central Service Cost Rate must also include the indirect cost of the governmental units department (i.e. Health Department).  In this case indirect costs will be comprised of central service costs (determined by applying the rate) and the indirect costs of the governmental department.  The allocation of indirect costs must be addressed in Part V - Indirect Cost Allocation of the Cost Allocation Plan that is submitted to DSHS.				RATE:
TYPE:
BASE:		10.25%
(central service or indirect)
Direct Salary and Wages

		INSTRUCTIONS:  OMB Circular A-87 permits States, Local and Indian Tribal Governments to prepare central service and indirect cost rate proposals in accordance with the requirements of the Circular and maintain the proposal and related supporting documentation for audit.  The Circular goes on to state that no rate shall be acceptable unless such costs have been certified by the governmental unit using the Certificate of Cost Allocation Plan or Certificate of Indirect Costs as set forth in Attachments C and E.  The certification forms are also available in the Appendix to the DSHS Contractor's Financial Procedures Manual (CFPM) available on the internet at: http://www.dshs.state.tx.us/contracts/
NOTE:  Governmental entities must also submit a cost allocation plan as specified in Appendix A of the Contractor's Financial Procedures Manual to DSHS within 60 days of the contract start date.  Governmental entities that only have a central service cost rate must also include the indirect costs of the governmental department.  The allocation of indirect costs of the department must be addressed in Part V - Indirect Cost Allocation of the Cost Allocation Plan that is submitted to DSHS.

				X				A cost allocation plan.  A cost allocation plan as specified in the DSHS Contractor's Financial Procedures Manual (CFPM), Appendix A  must be submitted to DSHS within 60 days of the contract start date.  The CFPM is available on the following internet web link:  http://www.dshs.state.tx.us/contracts/

		If using a central service or indirect cost rate, identify the types of costs that are included (being allocated) in the rate: Salary/expenses of executive office staff (CEO, CFO), accounting office, personnel office; depreciation; facility maintenance; utility costs; general liability and property insurance;

		Organizations that do not use an indirect cost rate and governmental entities with only a central service rate must identify the types of costs that will be allocated as indirect costs and the methodology used to allocate these costs in the space provided below.  The costs/methodology must also be disclosed in Part V-Indirect Cost Allocation of the Cost Allocation Plan that is submitted to DSHS.  Identify the types of costs that are being allocated as indirect costs, the allocation methodology, and the allocation base:

		Facility costs, depreciation, utilities, and property insurance costs are captured in a separate cost center and allocated to cost objectives based on square footage occupied by the cost objective.  

General administrative office, executive office, accounting office, and human resource office costs are captured in separate cost centers established for each office; the costs are pooled and allocated to benefited cost objectives based on direct salary/wages.  

General organization costs (i.e. general liability insurance) are captured in a separate cost center and allocated to all cost objectives of the organization based on direct salary/wages.
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NEDSS, another conference can be attended with prior approval, for example
Texas Public Health Association (TPHA) Annual Education Conference, Diseases
in Nature, etc. The conference must relate to infectious disease surveillance or
infectious disease epidemiology.
 
Other items not allowed

Membership to professional organizations. (Ex. CSTE, APIC, TPHA, TSICP)
Subscriptions to online learning services
Subscriptions to professional publications/journals
Certifications or recertification to professional licenses or certification
Uniforms/Jackets or any clothing
Promotional items with or without the LHD’s logo
New purchases or renewal for software licenses (SAS, SPSS, etc.) that
were purchased due to salary savings through an epi vacancy during a
previous fiscal year that were a one-time purchase

 
Let me know if you have any questions.
 
 
Caeli Paradise, CTCM, CTCD
Contract Manager
Contract Management Section(CMS)
Department of State Health Services(DSHS)
P.O. Box 149347
Austin, Texas 78714 – Mail Code 1990
Phone: (512) 776-3767
Fax: (512) 776-7391
Caeli.paradise@dshs.texas.gov
 

mailto:Caeli.paradise@dshs.texas.gov

